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1. Executive Summary

This document represents an important cornerstone in the evolution of e-Government in Jordan. Its primary purpose is to set a clear plan—with measurable targets and objectives—to achieve Jordan’s national e-Government objectives. Success will be achieved through the execution of a portfolio of prioritized programs and projects.

The e-Government Strategy and accompanying e-Government Roadmap are products of a strategic planning exercise
 that collected lessons learned and best practices from the past six years (2003-2009). They will guide Program implementation for the period between mid of 2010 and end of 2013, in particular by:

1. Establishing criteria for prioritizing e-Government programs and projects; and

2. Identifying targets and milestones for assessing progress in e-Government execution.

E-Government at all times will seek to be guided by international standards and best practices, tailored to Jordan’s specific requirements and constraints.

The e-Government Strategy and the Roadmap are also intended to guide the efforts of government and other key stakeholders whose ownership and leadership are vital to delivering e-Government services in Jordan.
This document represents the e-Government Roadmap. It provides a plan of programs / projects for 2010 – 2013 that includes:

1. A prioritized inventory of projects.

2. An implementation plan for e-Government projects based on e-Government priorities, taking into account various constraints including dependencies and resources availability.

3. A quarterly implementation schedule for the Roadmap over its four years.

Projects
A project is a procurable unit of work (in total or partially) that has consistency in terms of goals and objective, and links with other projects.

Roadmap Methodology

The proposed methodology starts with the national e-Government objectives and determines the respective importance of the pillars of e-Government in achieving these objectives based on best practices as well as Jordan’s specific context. 
Then, it essentially builds on the following approach to produce the Roadmap:  

1. Identification of e-Government projects priorities based on their respective contribution to the pillars of e-Government, also taking into account effectiveness, feasibility and efficiency considerations (see Section ‎3)
2. Screening the priorities based on external factors. Indeed, external factors such as political considerations and alignment with national agenda influence project priorities. 

3. Detailed analysis of interdependencies between projects, based on expert judgment and consistent with the implementation paths for e-services. The Roadmap dependencies analysis is described in detail in Section ‎3.4
The e-Government Roadmap

The Roadmap identifies 33 projects for execution out of which six projects are carried out in a yearly basis, and two projects are carried out in a biyearly basis (SMS and Contact Center outsourcing services). All projects were prioritized based on the same methodology used for preparing the previous roadmaps with revised prioritization criteria (for details, kindly refer to Table 7: Prioritized Projects Inventory). Table 1 below summarizes the projects sorted by overall priority.
	
	
	2
	3
	1
	
	

	
	Core Activities
	Effectiveness
	Feasibility
	Efficiency
	Project Priority
	Overall Priority

	e-Government Data Depository
	Infrastructure-Technology
	1
	2
	1
	1.5
	2.1

	Operation Center Sustenance – Operation Connectivity and Data Center 
	Infrastructure- Operation
	1
	1
	2
	1.3
	2.1

	Network and systems management improvement
	Infrastructure- Operation
	2
	1
	2
	1.5
	2.3

	Enhancing security in Microsoft environment
	Infrastructure – Security
	2
	2
	1
	1.8
	2.4

	SGN IV
	Technology
	1
	2
	3
	2.0
	2.4

	Deployment of ITIL Framework for the operation center
	Infrastructure- Operation
	3
	1
	2
	1.8
	2.5

	PKI Implementation
	Infrastructure – Security
	1
	3
	1
	2.0
	2.5

	Define and implement processes for security eligibility to join e-government
	Infrastructure – Security
	3
	2
	1
	2.0
	2.5

	Edge ESB
	Infrastructure – Technology
	3
	2
	2
	2.3
	2.6

	E-GAF Governance
	Infrastructure – Technology
	2
	2
	3
	2.3
	2.7

	Capacity Building – IT Audit Building
	Business – Capacity Building
	1
	1
	1
	1.0
	2.8

	Technology Performance Model
	Infrastructure – Technology
	3
	2
	3
	2.5
	2.8

	Capacity Building – Microsoft Training
	Business – Capacity Building
	1
	1
	1
	1.0
	2.8

	Payment Gateway Enhancement
	e-Government Shared Services
	1
	1
	1
	1.0
	2.9

	Identity Management System
	Infrastructure – Security
	1
	3
	3
	2.5
	2.9

	Public and private awareness for use of e-government standards and shared services and e-services
	Business – Communication\Marketing Promotion
	1
	1
	1
	1.0
	2.9

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)
	Business – Communication\Marketing Promotion
	1
	1
	2
	1.3
	2.9

	Developing e-Services at Drivers and Vehicles Licensing Department
	Government Cross Governmental e-Services
	1
	1
	2
	1.3
	2.9

	Establish an Auditing Program for Operations Center Procedures and Standards
	Infrastructure – Operation – Connectivity and Datacenter
	3
	3
	1
	2.5
	3.0

	Contact Center Management Outsourcing
	e-Government Shared Services
	1
	1
	2
	1.3
	3.0

	Mobile SMS Outsourcing
	e-Government Shared Services
	1
	1
	2
	1.3
	3.0

	Data Warehousing Consultancy
	Infrastructure – Technology – Data Warehouse
	3
	3
	2
	2.8
	3.1

	Operation Center Infrastructure Expansion
	Infrastructure – Operation – Connectivity and Datacenter
	2
	3
	3
	2.8
	3.1

	Portal Enhancement
	e-Government Shared Services
	1
	1
	3
	1.5
	3.2

	Build SMS Gateway
	Technology e-Government Shared Services
	1
	2
	1
	1.5
	3.2

	Develop and implement program communication plan
	Business – Communication\Marketing\Promotion
	3
	3
	3
	3.0
	3.2

	Disaster Recovery
	Infrastructure – Security 
	3
	3
	3
	3.0
	3.2

	Implement Business Continuity
	Infrastructure – Security 
	3
	3
	3
	3.0
	3.2

	Security Operations Center (SOC)
	Infrastructure – Security 
	3
	3
	3
	3.0
	3.2

	Notification Gateway
	e-Government Shared Services
	1
	2
	2
	1.8
	3.4

	Developing eServices at Department of Land and Survey (DLS)
	e-Government Cross Governmental eServices
	1
	2
	3
	2.0
	3.4

	Build Contact Center Infrastructure
	e-Government Shared Services
	1
	2
	3
	2.0
	3.5

	Develop eServices at Ministry of Labor (Work Permit)
	e-Government Cross Governmental eServices
	2
	3
	3
	2.8
	3.9


Table ‎1: Projects in the Roadmap

The scheduling of the projects over the period between mid of 2010 and end of 2013 period was performed based on the following principles:
1. Schedule will be outlined taking into consideration the time and resources required to finish the projects that were listed in the previous roadmap and continue throughout the first year of this roadmap in 2010. 

2. Projects with highest priority and allocated budget or funded from external resources such as grants and enterprise agreements will be implemented first.

3. Projects that depend on the completion of other projects identified in this roadmap will be scheduled after the expected completion of the respective prerequisite projects.

4. Business continuity of the shared services and the roll out to other entities and eServices will be given higher priority.
5. Building and developing the foundations of e-Government across all pillars so as to enable implementation of cross-governmental e-services. Selected cross-governmental e-services will also be implemented by the Program.
Budgets for all programs/projects are estimated and justified in the detailed project descriptions provided in ‎Appendix A. It is worth mentioning that the sum of budget for 2011 is most accurate due to through scoping of these projects and study of estimated cost. The sum of budge for 2012 is second most accurate because of reasonable study of projects planned for that year for the purpose of budge allocation. The sum of budge for projects that will be extended or extending until 2013 and 2014 are least accurate and rough estimates because such projects were not scoped in detail. Below table summarizes the budget estimates for each year of the Roadmap:
	
	2011
	2012
	2013
	Total (JD)

	Budget Summary
	3,160,000
	4,300,000
	8,032,000
	15,492,000


Table 2: Roadmap Budget Summary

A four-year, quarterly implementation plan is presented in Table ‎3 below:
	
	2011
	2012
	2013
	Mid 2014

	Project
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4

	e-Government Data Depository
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop Maintenance Contracts
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Operation Center Sustenance – Operation Connectivity and Data Center 
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Network and systems management improvement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Enhancing security in Microsoft environment
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	SGN IV
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Deployment of ITIL Framework for the operation center
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	PKI Implementation
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Define and implement processes for security eligibility to join e-government
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Edge ESB
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	E-GAF Governance
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Capacity Building – IT Audit Training
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Technology Performance Model
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Capacity Building – Microsoft Training
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Payment Gateway Enhancement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Identity Management System (Single Sign On)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Public and private awareness for use of e-government standards and shared services and e-services
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Developing e-Services at Drivers and Vehicles Licensing Department
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Establish an Auditing Program for Operations Center Procedures and Standards
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Contact Center Management Outsourcing
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Mobile SMS Outsourcing
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Data Warehousing Consultancy
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Operation Center Infrastructure Expansion
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Portal Enhancement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Build SMS Gateway
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop and implement program communication and marketing plan
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Disaster Recovery
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Implement Business Continuity
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Security Operations Center (SOC)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Notification Gateway
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Developing eServices at Department of Land and Survey (DLS)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Build Contact Center Infrastructure
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop eServices at Ministry of Labor (Work Permit)
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Table 3: Overall Implementation Plan
Program resources allocation is another important planning aspect to consider in this Roadmap. The analysis attempts to forecast the level of resources required to meet the Roadmap’s requirements. The results are provided in the Program organization chart attached in Appendix C. The new requirements are summarized in the following table:
	Role
	Number of Resources

	Head of Technology
	1

	Head of Operations
	1

	Head of Change Management
	1

	Head of Strategy and eServices
	1

	Head of Information Security
	1

	Head of Project Management 
	1

	Business Analyst
	2

	Project Manager
	3

	Project Coordinator
	3

	Change Management Officer
	1

	Training Officer
	1

	Communication Officer
	1

	Content Manager 
	1

	SMS Project Manager
	1

	Contact Center Manager
	1

	Information Security Officer
	1

	Technology Officer
	3

	Operation Center Manager
	1

	Operation Management Officer
	2

	Legal Advisor
	1


Table 4: Program Resources – Additional requirements 
‎Appendix A includes detailed description of all projects in the Roadmap. Each project description includes important information that will help in project initiation including: (i) project objectives (ii) project scope (iii) justification for including the project in the Roadmap (iv) project’s anticipated constraints (v) key performance indicators (vi) project organization in terms of its ownership and stakeholders (vi) project requirements in terms of resources, cost, and time (vii) and, when applicable, a discussion of the different implementation options for achieving the project’s objectives.
2. Introduction

2.1. Background

The Government of Jordan’s national e-Government initiative, launched by His Majesty King Abdullah II, aimed to drive the nation’s transformation into a knowledge society founded on a competitive, dynamic economy. Jordan remains committed to this national vision. As part of its efforts to transform its society, economy and government, Jordan is pursuing a national e-Government strategy that aims to:

· Deliver high-quality services to consumers, businesses and organizations;

· Improve government performance and efficiency;

· Enhance Jordan’s competitiveness;

· Ensure public sector transparency and accountability;

· Reduce costs and increase ease of interaction with government;

· Promote development of Jordan’s ICT sector;

· Develop skills within the public sector;

· Boost e-commerce activities; and

· Improve information security.

Jordan focused on an initial set of programs to serve as "building blocks" for e-Government as outlined in Launching e-Government in Jordan: Readiness and Approach, a report presented to H.M. King Abdullah II in September 2000. In 2001, Jordan’s Ministry of ICT launched its e-Government Program. During its initial phase, the Program was guided by a comprehensive “e-Government Blueprint and Roadmap” developed in 2001.

To meet its goals for improving delivery of services and government efficiency, the e-Government Program has, over the past five years, initiated major projects including:

· Completion of three phases of the Secure Government Network (SGN), which provides connectivity for Internet and email services to 58 government entities.

· Preparation of five “fast track” vertical e-services for government departments,
 with driver and vehicle enquiry services and an income tax service already launched, and a land information enquiry to launch in 2006.

· Establishment of a state-of-the-art Operations Center that hosts the SGN and will eventually host other e-Government components and services.

· Launch of e-Government Information Portal—first phase of the e-Government Portal that will offer information and directory services about the Government of Jordan—is expected in 2006. Ultimately, the portal will be a “one stop shop” for user interaction with all Government of Jordan entities.

· Launch of the first phase of the National Contact Center (NCC) that supports the 15 government entities connected to the SGN and in the process of renewing the outsourcing contract with an operator to continue servicing these entities and add 20 more entities to the National Call Center.
· Completion of comprehensive information security roadmap for the Government of Jordan, produced as part of the Security Assessment Project.

· Provision of nearly 12,800 training opportunities by end of 2010 including programs on ICT literacy, project management, vendor-certified training programs and IT professionals.

· Definition and prioritization of the e-Government Portfolio of cross-governmental services for the Second Wave of the e-Government Program for the coming three years
· Launching of Jordan Payment Gateway (JPG) in January 2010.

2.2. Document Purpose

E-government in Jordan, as in every country, involves enormous challenges and requires continuous reevaluation. The e-Government Strategy is designed to align e-Government efforts with national priorities and accelerate e-Government execution over the next three years by:

· Reaffirming e-Government in Jordan to the customer-centric delivery of services and information;

· Presenting priority e-Government projects;

· Identifying targets and milestones to ensure performance excellence; and

· Raising accountability by clearly defining the responsibilities of key stakeholders.

Both the e-Government Strategy and this e-Government Roadmap are products of a strategic planning exercise4 that collected lessons learned and best practices from the past three years. They will guide the efforts of the e-Government Program and other government entities whose ownership and leadership are vital to delivering e-Services in Jordan. 

In particular, they will drive e-Government implementation for the 2010 - 2013 period by:

1. Establishing a prioritized inventory of projects, taking into account various constraints including dependencies and resources availability;

2. Identifying targets and milestones for assessing performance in e-government execution; and

3. Setting a quarterly implementation schedule for the Roadmap over its four years.
Document Structure

The document consists of three main parts:

· Roadmap Methodology – describes in high level the methodology and the drivers used to produce the Roadmap including:
· The prioritization of Programs and Projects.
· Analysis of the dependencies between the projects in the Roadmap.
· The e-Government Roadmap – describes key components of the e-Government Roadmap including: 

· Resource allocation scenarios

· Project breakdown over three years

· Budget analysis 

· Resources analysis

· Quarterly implementation schedule over three years

· Appendix A: Detailed project descriptions – includes detailed descriptions of all projects in the Roadmap. Each project description includes important information that will help in project initiation such as:

· Project objectives

· Project scope

· Justification for the project in the Roadmap (priority, alignment with e-Government strategy, expected benefits and gains)

· Project’s anticipated constraints (prerequisites, key success factors, risks)

· Key performance indicators 

· Project organization (owner within the program, stakeholders of the project)

· Project requirements (resource and cost estimates, high level implementation plan)

· When applicable, discussion of the different implementation options in order to achieve project objectives.

Appendix A should be used as a reference for detailed description, justification and estimations related to each project. It should be the base and the starting point for projects inception.

3. Roadmap Methodology

This section describes the methodology used to build the Roadmap for the coming three years. The proposed methodology starts with the national e-Government objectives and derives the associated requirements on the pillars of e-Government. 

Then, it essentially builds on two complementing approaches to produce the Roadmap:  

· Identification of e-Government project priorities, based on their respective weight in the fulfillment of the requirements on the pillars of e-Government
· Detailed analysis of interdependencies between projects, based on expert judgment and consistent with the implementation paths for e-services
In theory, the higher the priority, the earlier the project should appear in the Roadmap. In practical terms, project scheduling is generally further refined though a detailed analysis of interdependencies, which ultimately results in the most realistic sequencing of projects. 

The diagram below summarizes this process and the following discusses the outcomes of the proposed methodology: 
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Figure 1: e-Government Roadmap Methodology

3.1. National e-Government Objectives

The review of priority national e-Government objectives constitutes the initial starting point for the development of the Roadmap of e-Government. 

Indeed, to achieve its goals of delivering better services and better government, e-Government in Jordan has set key, measurable objectives:

· Improve service delivery and the quality and speed of government’s interaction with citizens and businesses as well as among government entities.

· Improve responsiveness to customer needs by using new modes of contact to provide public information and services.

· Increase transparency of government by increasing the availability of information and accessibility to services.

· Save time and money by improving efficiency in government processing, in part through use of common technology standards, policies and a federated architecture, as well as contributing to financial reform within the public sector.

· Create positive spin-off effects on Jordanian society through the promotion of ICT skills development within government, businesses and households that will strengthen Jordan’s economic competitiveness.

To succeed, e-Government also requires a major shift in public sector perspectives. Public entities must see citizens, businesses and other government entities as their customers and focus on their needs. In other words, they must be customer-centric. Accordingly, the cultural and operational practices of government also require fundamental transformation. 

Consistent with these objectives, this Roadmap presents a customer-centric and service-oriented view of e-Government. It is designed around the efficient delivery of forward-facing services to e-Government customers and the necessary strengthening of the pillars upon which these services will rest. Indeed, services are - and should remain - at the heart of e-Government. 

Accordingly, the Roadmap identifies the pre-requisites on the pillars of e-Government. Indeed, the delivery of e-Government services, as well as the fulfillment of overall e-Government objectives, rests on a foundation of institutions, laws, technology, and business factors, identified as the four pillars of e-Government.

The following discusses the related requirements on the pillars of e-Government.

3.2. Requirements on the pillars of e-Government

The delivery of e-Government services, as well as the fulfillment of previously discussed e-Government objectives, rest on a foundation of four pillars requiring further development and strengthening. These pillars are: (i) institutional framework; (ii) legal framework; (iii) ICT infrastructure; and (iv) business level. 
Global best practices clearly indicate priority areas that are required for e-government to succeed; however, allocation of adequate priorities to these areas also depends on a more refined analysis of Jordan’s current readiness and maturity along the four pillars. Indeed, it is essential to locate where Jordan stands today to define the direction for tomorrow. Accordingly, global best practices need to be adjusted to the specific needs of the Kingdom so as to ensure e-Government success. 

The e-Government Program has achieved many accomplishments and completed projects at each of the pillars’ levels. Today, the program have reached medium level of maturity at each pillar that it became necessary to maintain progress on all pillars. Therefore, it has been concluded that aside from ICT Infrastructure\Technology that take the highest priority on the program level, all other pillars have the same level of priority. 

Although Legal and Institutional pillars are still considered highest priority and imperative prerequisite for implementing e-Services successfully, no projects associated with these pillars were identified in this Roadmap. It is important thought that the e-Government program sustains the progress that has been achieved on these two pillars. On the Institutional pillar, the e-Government Program should activate the e-Government steering committee role, and take proactive measures to enforce the establishment and activation of the e-Government Units at the governmental entities. On the Legal Pillar, the e-Government program should follow up closely with legislators and policy makers to legislate the required laws and regulations for implementing e-Services and e-Government projects.

Leveraging these findings and applying a proper combination of global best practices and expert judgment produces the following priorities for e-Government services and pillars: 
	e-Government Building Blocks
	Relative priority

	e-Government Services
	2

	Institutional Pillar
	1

	ICT Infrastructure Pillar\Technology
	1

	ICT Infrastructure Pillar\Operations
	2

	ICT Infrastructure Pillar\Security
	2

	Business Level Pillar
	2

	Legal Pillar
	1


Table 5: e-Government services and Pillars by Relative Priority

These priorities were assigned on a 1-4 scale:

	Priority

	1

	2

	3

	4
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Figure 2: Prioritization Scale
It is worth mentioning that these priorities represent the evaluation criteria to be used for arbitration regarding future allocation of resources and efforts to e-Government. Also, a sense of chronology is embedded in them in regards to project implementation. 
Together with the interdependencies, which are discussed in section 3.4, they constitute the main factor determining the prioritization and sequencing of projects in this Roadmap.
Priority is further subdivided into core activities that e-Government Program intends to invest in and enhance. 

	e-Government Building Blocks
	Relative priority

	e-Government Services 
	e-Gov Services - cross-governmental
	2.1

	
	e-Gov Services - shared required (NCC, SMS, Portal, PG)
	2.2

	Business Pillar
	Business - capacity building
	2.1

	
	Business - communication\marketing\Promotion
	2.2

	Infrastructure Pillar
	Infrastructure- Operation - Operation Center
	1.2

	
	Infrastructure- Operation - Connectivity and datacenter
	1.3

	
	Infrastructure- Technology - (SGN, ESB, Network)
	1.1

	
	Infrastructure- Technology - EGAF
	1.2

	
	Infrastructure- Technology - Data warehouse
	1.3

	
	Infrastructure- Security
	1.2


Table 6: e-Government Core Activities by Relative Priority
3.3. Prioritized list of projects for e-Government in Jordan

The previous section identified priority areas along with their relative priority for each core activity within each Pillar. These priory areas essentially consist of projects. 
This section proposes to enhance the previous prioritization exercise by introducing the concepts of effectiveness, feasibility and efficiency at project level. This section discusses the use of these new criteria, along with the associated mechanisms to produce refined priorities.
3.3.1. Project Priorities

Based on best practices for projects evaluation, project level priorities are evaluated by assessing the following criteria:

· Project effectiveness

· Project feasibility 

· Project efficiency

Although effectiveness is the most important factor, introducing feasibility and efficiency among the criteria will produce more realistic priorities, especially among projects of similar effectiveness ratings.  

For example, if two projects have similar levels of importance to a certain Pillar (i.e., the same effectiveness rating), the feasibility and efficiency factors will lead to giving higher priority to the project that is less complex and less expensive. 

Project Effectiveness

Project effectiveness assesses the expected impacts of the project. Impacts have to be assessed from both qualitative and quantitative perspectives. 

Rating project effectiveness requires comparing one project to projects and programs in the same category because the nature of expected impacts differs from one category to another. For example:

· E-services must be assessed based on how much they contribute to achieving "e-Government Strategy" objectives.

· Shared services must be assessed based on the potential number of e-services that will use the shared service.

The project effectiveness scale is defined on three levels (from highest to lowest rating):

· 1: project is mandatory for e-Government success; will have major effect on Program success and on other projects; or will have major effect on how government does business (i.e., impact on public sector reform).

· 2: project has real impact, but is not mandatory for e-Government success; or no high priority programs depend upon success or completion of this project.

· 3: impact of project not visible on achieving the e-Government strategy in general; uptake expectations for project outcomes are low.

Project Feasibility

Project feasibility estimates the probability of success in implementing a project. Factors to be considered include:

· Dependency on other projects for completion.

· Ability to meet the Critical Success Factors for the project.

· Level and manageability of risks.

· Readiness to fully implement the project.

· Level of stakeholder awareness and support.

Project feasibility scale is defined on three levels (from highest to lowest rating):

· 1: no major risks or challenges are perceived; prerequisites fulfilled and available; “buy in” from concerned actors already exists; dependencies are on stakeholders displaying adequate levels of readiness
.

· 2: technical challenges anticipated; dependencies and prerequisites on external sources exist; or high risks facing the project are anticipated.

· 3: major technical challenges are anticipated; prerequisites are hard to resolve; high dependency on multiple stakeholders; or involved stakeholders display inadequate levels of readiness.

Project Efficiency

Project efficiency is assessed mainly using the following factors:

· Project costs (which should apply a full cost accounting methodology)

· Project duration

Project efficiency is defined on three levels (from highest to lowest rating):

· 1:
project cost is not high; project implementation period is short 


(budget <= 250K JD; duration <= 6 months)

· 2:
project cost is medium, project implementation period is medium 


(budget is 250K -- 500K JD; duration is 6 -- 12 months)

· 3:
project cost is high, project implementation period is long 


(budget > 500K JD; duration > 12 months)

3.3.2. Applying Prioritization Criteria

After assigning numerical values to programs and projects priorities as described above, calculating the overall priority of each project is done based on the following mechanism:

· Priority on project level is calculated as the weighted average of the numerical values assigned to the three project criteria described above: 
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Project Priority
 = (2 X Project Effectiveness) + (3X Project Feasibility) + (1 X Project Efficiency)
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· Since overall priority is mainly inherited from the priority area to which the project is attached, it is important to give higher weight to that priority (against Project priority as calculated above) in order to achieve more accurate prioritization, as shown in the formula below:
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Overall Priority = (Relative Priority X 1)   +    (Project Priority X 2) 




           3

Note: Evaluation criteria and output priorities may be overridden by external factors such as political considerations or other practical realities, for instance project inter-dependencies. The evaluation mechanism is also subject to amendment according to changes in national agenda requirements.

3.3.3. Prioritized Projects

Table 7 below lists projects according to the prioritization methodology described above.
The Overall Priority column provides the overall priority of a project. 
	
	
	
	2
	3
	1
	

	
	Core Activities
	Project Priority
	Effectiveness
	Feasibility
	Efficiency
	Overall Priority

	e-Government Services
	
	2
	
	
	
	

	Developing eServices at Department of Land and Survey (DLS)
	e-Gov Services - cross-governmental
	2.0
	1
	2
	3
	3.4

	Developing eServices at Drivers and Vehicles Licensing Department (DVLD)
	e-Gov Services - cross-governmental
	1.3
	1
	1
	2
	3.0

	Developing eServices at Ministry of Labor (MOL)
	e-Gov Services - cross-governmental
	2.7
	2
	3
	3
	3.9

	Payment Gateway Enhancement
	e-Gov Services – Shared Services
	1.0
	1
	1
	1
	2.9

	Contact Center Management Outsourcing 
	e-Gov Services – Shared Services
	1.3
	1
	1
	2
	3.1

	Mobile – Outsourcing SMS
	e-Gov Services – Shared Services
	1.3
	1
	1
	2
	3.1

	Portal Enhancement
	e-Gov Services – Shared Services
	1.7
	1
	1
	3
	3.3

	Build Contact Center Infrastructure
	e-Gov Services – Shared Services
	2.0
	1
	2
	3
	3.5

	Build SMS Gateway
	e-Gov Services – Shared Services
	1.3
	1
	2
	1
	1.3

	Notification Gateway
	e-Gov Services – Shared Services
	1.7
	1
	2
	2
	3.3

	Business
	
	2
	
	
	
	

	IT Audit Training
	Business – Capacity Building
	1.0
	1
	1
	1
	2.8

	Microsoft Training
	Business – Capacity Building
	1.0
	1
	1
	1
	2.8

	Public and private awareness for use of e-government standards and shared services, and e-services
	Business - communication\marketing\Promotion
	1.0
	1
	1
	1
	2.9

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit  Workshops)
	Business - communication\marketing\Promotion
	1.0
	1
	1
	1
	2.9

	Develop and Implement Program Implementation Communication Plan
	Business - communication\marketing\Promotion
	1.7
	1
	1
	3
	3.3

	Infrastructure\Technology
	
	1
	
	
	
	

	SGN IV
	Infrastructure- Technology - (SGN, ESB, Network)
	2.0
	1
	2
	3
	2.4

	Edge ESB
	Infrastructure- Technology - (SGN, ESB, Network)
	2.3
	3
	2
	2
	2.7

	Technology Performance Model
	Infrastructure- Technology - (SGN, ESB, Network)
	2.7
	3
	2
	3
	2.9

	e-Government Data Depository
	Infrastructure- Technology - (SGN, ESB, Network)
	1.3
	1
	2
	1
	2.1

	Data Warehousing Consultancy
	Infrastructure- Technology – Data Warehouse
	2.7
	3
	3
	2
	3.1

	EGAF Governance
	Infrastructure- Technology -  EGAF
	2.3
	2
	2
	3
	2.8

	Infrastructure\Operation
	
	2
	
	
	
	

	Develop Maintenance Contracts
	Infrastructure- Operation - Connectivity and datacenter
	1.3
	1
	1
	2
	2.2

	Network and Systems Management Improvement
	Infrastructure- Operation - Connectivity and datacenter
	1.7
	2
	1
	2
	2.4

	Development of ITIL Framework for the Operation Center
	Infrastructure- Operation - Connectivity and datacenter
	2.0
	3
	1
	2
	2.6

	Establishing an Auditing Program for Operations Center Procedures and Standard
	Infrastructure- Operation - Connectivity and datacenter
	3.0
	3
	3
	3
	3.3

	Operations Center  Infrastructure Expansion
	Infrastructure- Operation - Connectivity and datacenter
	2.7
	2
	3
	3
	3.1

	Infrastructure\Security
	
	2
	
	
	
	

	Enhancing Security in Microsoft Environment
	Infrastructure- Security
	1.7
	2
	2
	1
	2.3

	PKI Implementation
	Infrastructure- Security
	1.7
	1
	3
	1
	2.3

	Security Operations Center (SOC)
	Infrastructure- Security
	3.0
	3
	3
	3
	3.2

	Disaster Recovery
	Infrastructure- Security
	3.0
	3
	3
	3
	3.2

	Define and Implement Processes for Security Eligibility to Join e-Government
	Infrastructure- Security
	2.0
	3
	2
	1
	2.5


Table 7: Prioritized Projects Inventory
3.4. Dependencies

Previously determined priorities for e-Government projects will drive e-Government efforts and resource allocation decisions. To some extent, they will also imply a sense of priority in the scheduling of the projects along the 3-year timeline of the Roadmap. However, they do not entirely determine the final position of the projects in the Roadmap.  

Indeed, final planning also requires careful analysis of the projects’ inter-dependencies to complement the evaluation criteria, which ultimately affects any project’s positioning within the Roadmap. 

Consequently, a dependency analysis needs to be performed. While designing the interdependency maps we ensured consistency with the implementation paths for e-Service. 

3.4.1. Overall Roadmap Dependencies

Mapping the “rules of engagement” is important in order to ensure the consistent development and maximum efficiency in e-Government delivery. The diagram below shows the overall dependencies in e-Government implementation, these overall dependencies will constitute the “rules of engagement” that generally drive the dependencies among the roadmap projects.
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Figure ‎3: Overall Dependencies of e-Government Implementation

Other general dependencies also need to be addressed:

1. Availability of qualified human resources with the knowledge, experience and continuity necessary to carry out assignments effectively is a major dependency. Use of such resources by multiple projects should be taken into account during a project’s inception.

2. Identification of qualified private sector vendors inside the country (and outside Jordan when required) to participate in execution of a program.

3. Existence of buy-in, commitment and readiness of concerned stakeholders to facilitate development and implementation of a program. 

4. Availability of the required Legal terms (laws and regulations) for e-Government

5. Availability of required regulations related to funding of certain projects by non-government entities 

Certain programs may be consolidated to reduce dependencies. This will be addressed in the Project Descriptions (‎Appendix A) when applicable.

3.4.2. Project Dependencies
Dependencies at the project level are linked to the high-level dependencies discussed above. However, they represent a more detailed level of dependencies that will practically shape the Roadmap for e-Government. 

Project Descriptions in ‎Appendix A detail the dependencies associated with each project in the Roadmap.

A number of points can be highlighted:

· e-Services Implementation projects: The delivery of e-Services is the ultimate objective of e-Government Program in Jordan. However, it is essential to highlight the following:

· A robust Institutional framework is crucial for adequate political support, strategic steering of e-Government efforts, as well as close monitoring of e-Government performance and associated accountability of involved stakeholders for e-Government success. 

· Given the interdependencies at work, identifying a clear and realistic plan for implementing e-Services is critical for success. 

· On the Institutional Framework Level:

· Best practices say that a robust Institutional Framework is essential for the delivery of e-Government in every country. This is also true for Jordan. Therefore, all institutional components must be activated such as the e-Government Steering Committee and the e-government units that are established and yet to be established at all governmental entities.
· On the Business level Pillar: 

· The Business Level Pillar will facilitate business transformation by practicing the standard methodologies that were set in the change management kit. Such standards shall be articulated to entities in which projects with change management requirements are implemented, specifically e-services projects. Consequently, applying these methodologies prior to implementing e-services is a must.

· The Training program has been ongoing since the beginning of the e-Government Program. Also a Training and Communication Strategy has been outlined. However, the “Develop Training and Communication Plan” project is essential to set and implement a clear strategic direction over the coming three years. 

· On the ICT Infrastructure Pillar level:

· The implementation of PKI project is a cornerstone for launching many eServices in addition to paving the way for the successful implementation of a National Smart ID Card Solution.

· Operations:

· The operations will continue to outsource the National Contact Center and Short Messages Services to vendors. It is important that building National Contact Center and SMS Gateway projects kick off within the period of this roadmap to own the infrastructure of these two shared service. Operating the NCC and SMS gateway while outsourcing the service to vendor will cut the cost of sustaining these services tremendously and ensure business continuity for these services.
· The maintenance contract period for vital components in the OPS such as DELL, CISCO, HEAT and Portal Hardware should be reviewed and renew on a timely fashion to ensure sustainability and business continuity for all services benefiting from their operation.
4. E-Government Roadmap

4.1. The Roadmap

Based on the methodology described in Section 3, this section describes the planned e-Government Roadmap for the 2010 – 2013 period.

4.1.1. Year 1 Projects

The projects selected for Year 1 have been selected on the following basis:

· Priority projects that need to be initiated as soon as possible
· Establishing robust governance model as soon as possible

· The fewest dependencies on other projects

· The utility of selected project to other projects

· Necessary for shared service sustainability
	Year 1 Projects (2011)

	Payment Gateway Enhancement

	Public and private awareness for use of e-government standards and shared services, and e-services (CIO Workshops)

	Public and private awareness for use of e-government standards and shared services and e-services

	Maintenance Contracts

	Microsoft Training

	National Contact Center Outsourcing

	SMS Outsourcing

	Operation Center Infrastructure Expansion

	PKI Implementation

	SGN IV

	Data warehousing Consultancy


Table 8: Year 1 Projects

As illustrated in the table above, Year 1 (which reduces to Q3/Q4 2011) will nonetheless be active and important for the Program and will pave the way for project initiation in the subsequent two years. 

4.1.2. Year 2 Projects

Year 2 projects fall mainly into three categories:

a. High priority technology infrastructure and shared services, such as the government  portal, enterprise service bus, and Jordan Payment Gateway.

b. Cross-governmental e-services
c. Ongoing projects and contracts with yearly budget allocations, such as outsourcing management of Operations Center and contact center, training of GoJ employees and physical expansion of Operations Center.

Table 9: lists the projects selected for Year 2:

	Year 2 Projects (2012)

	Developing eServices at Department of Land and Survey (DLS)

	Developing eServices at Drivers & Vehicle Licensing Department

	Portal Enhancement

	Audit Training 

	Develop and Implement Program Communication Plan

	Development of  ITIL Framework for the Operation Center

	Build the National Contact Center Infrastructure

	Security Operations Center (SOC)

	Define and Implement Processes for Security Eligibility to Joint E-government

	Enhancing Security in Microsoft Environment

	Edge ESB

	E-Government Data Depository

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)

	Public and private awareness for use of e-government standards and shared services and e-services

	Maintenance Contracts


Table 9: Year 2 Projects

4.1.3. Year 3 Projects

In addition to the recurring projects extending from Year 2, Year 3 projects include the following:

	Year 3 Projects (2013)

	Developing eServices at Ministry of Labor


	Establishing an Auditing Program for Operations Center Processes and Standards

	Network and Management Improvement

	Identity Management System (Single Sign On)

	Implement Business Continuity Plan

	Disaster Recovery

	Build SMS Gateway

	Notification Gateway

	Technology Performance Model

	eGAF Governance 

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)

	Public and private awareness for use of e-government standards and shared services and e-services

	Maintenance Contracts


Table 10: Year 3 Projects

4.2. Roadmap Budget Analysis

All the budgets listed below are very rough estimates and not yet to be exactly determined at the time of this exercise, especially those associated to national level projects. Also, some projects may not necessarily require budget allocation, as their load can be absorbed by the current teams within the Program or implemented through grants or enterprise strategic agreements. For all these projects, their cost will be considered zero in this analysis. 

The following table provides the budget estimates for Roadmap projects
. On-going or recurrent projects have been distributed along their respective years when relevant.
	 
	Project
	Budget (JD)
	Notes

	Year 1 (2011)
	Payment Gateway Enhancement
	0
	30,000 from Enterprise Agreement

	
	Public and private awareness for use of e-government standards and shared services, and e-services (CIO Workshops)
	0
	Internal Effort

	
	Public and private awareness for use of e-government standards and shared services and e-services
	10,000
	

	
	Maintenance Contracts (CISCO, DELL, HEAT, Portal Hardware)
	200,000
	

	
	Microsoft Training
	0
	1,000,000 from Enterprise Agreement

	
	National Contact Center Outsourcing
	400,000
	

	
	SMS Outsourcing
	250,000
	

	
	Operation Center Infrastructure Expansion
	300,000
	

	
	PKI Implementation
	0
	1

	
	SGN IV
	2,000,000
	

	
	Data warehousing Consultancy
	0
	Enterprise Agreement

	Year 2 (2012)
	Developing eServices at Department of Land and Survey (DLS)
	700,000
	

	
	Developing eServices at Drivers & Vehicle Licensing Department
	300,000
	

	
	Portal Enhancement
	450,000
	

	
	Audit Training 
	30,000
	

	
	Develop and Implement Program Communication Plan
	120,000
	

	
	Development of  ITIL Framework for the Operation Center
	300,000
	

	
	Build the National Contact Center Infrastructure
	1,150,000
	

	
	Security Operations Center (SOC)
	600,000
	

	
	Define and Implement Processes for Security Eligibility to Joint E-government
	0
	Internal Efforts

	
	Enhancing Security in Microsoft Environment
	0
	Microsoft Agreement

	
	Edge ESB
	250,000
	

	
	E-Government Data Depository
	100,000
	

	
	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)
	0
	Internal Efforts

	
	Public and private awareness for use of e-government standards and shared services and e-services
	20,000
	

	
	Maintenance Contracts (CISCO, DELL, HEAT, Portal Hardware)
	280,000
	

	Year 3 (2013)
	Developing eServices at Ministry of Labor

	800,000
	

	
	Establishing an Auditing Program for Operations Center Processes and Standards
	72,000
	

	
	Network and Management Improvement
	300,000
	

	
	Identity Management System (Single Sign On)
	500,000
	

	
	Implement Business Continuity Plan
	500,000
	

	
	Disaster Recovery
	4,000,000
	

	
	Build SMS Gateway
	100,000
	

	
	Notification Gateway
	250,000
	

	
	Technology Performance Model
	700,000
	

	
	eGAF Governance 
	500,000
	

	
	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)
	0
	Internal Efforts

	
	Public and private awareness for use of e-government standards and shared services and e-services
	20,000
	

	
	Maintenance Contracts (CISCO, DELL, HEAT, Portal Hardware)
	280,000
	


Table 11: Budget breakdown

The summary of budget estimates for each year according to the two budget scenarios is described in the table below:
	
	2011
	2012
	2013
	Total (JD)

	Budget Summary
	3,160,000
	4,300,000
	8,032,000
	15,492,000


Table 12: Roadmap Budget Summary

Implementation Schedule

The table below provides e-Government implementation schedule over the 2010-2013 period:.
	
	2011
	2012
	2013
	Mid 2014

	Project
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4
	Q1
	Q2
	Q3
	Q4

	e-Government Data Depository
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop Maintenance Contracts
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Operation Center Sustenance – Operation Connectivity and Data Center 
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Network and systems management improvement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Enhancing security in Microsoft environment
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	SGN IV
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Deployment of ITIL Framework for the operation center
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	PKI Implementation
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Define and implement processes for security eligibility to join e-government
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Edge ESB
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	E-GAF Governance
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Capacity Building – IT Audit Training
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Technology Performance Model
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Capacity Building – Microsoft Training
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Payment Gateway Enhancement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Identity Management System (Single Sign On)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Public and private awareness for use of e-government standards and shared services and e-services
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Public and private awareness for use of e-government standards and shared services, and e-services (e-Government Unit Workshops)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Developing e-Services at Drivers and Vehicles Licensing Department
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Establish an Auditing Program for Operations Center Procedures and Standards
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Contact Center Management Outsourcing
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Mobile SMS Outsourcing
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Data Warehousing Consultancy
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Operation Center Infrastructure Expansion
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Portal Enhancement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Build SMS Gateway
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop and implement program communication and marketing plan
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Disaster Recovery
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Implement Business Continuity
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Security Operations Center (SOC)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Notification Gateway
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Developing eServices at Department of Land and Survey (DLS)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Build Contact Center Infrastructure
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Develop eServices at Ministry of Labor (Work Permit)
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Table 13: Roadmap Time Table
For each project, detailed description and schedule are provided in ‎Appendix A.
4.3. Roadmap Resources Analysis

Resource allocation, in particular at Program level, is another important planning aspect to consider in this Roadmap. The performed analysis intended to forecast the number of resources required to achieve the roadmap requirements, in addition to the number of resources required by the Program to fulfill all its other responsibilities.
It is to be noted that the following principles were used in this analysis:

· In most of the cases, it was assumed that 25% of a project manager time should be allocated to any project. Exceptions for this principle include internal projects as well as some large projects that require more allocation of project management resources.

· The change management support and involvement are crucial for most of the technology projects as well as the e-services projects; change management support facilitates up-take for the technology as well as for related e-service. On average 10% of a change officer time is allocated for each project.

· The role of the Program’s enterprise architects is also crucial for technology and e-services projects, on average 50% of enterprise architect time is allocated for each project. Therefore, an enterprise architect can participate in average in 2 projects simultaneously. This however needs to be revised depending on the projects.
· The analysis also included the senior management roles in the Program (director, head of technology, head of operations, and head of change…). 

The results of this analysis have been synthesized in the Program organization chart that is provided in Appendix C.

The new requirements are summarized in the following table:
	Role
	Number of Resources

	Head of Technology
	1

	Head of Operations
	1

	Head of Change Management
	1

	Head of Strategy and eServices
	1

	Head of Information Security
	1

	Head of Project Management 
	1

	Business Analyst
	2

	Project Manager
	3

	Project Coordinator
	3

	Change Management Officer
	1

	Training Officer
	1

	Communication Officer
	1

	Content Manager 
	1

	SMS Project Manager
	1

	Contact Center Manager
	1

	Information Security Officer
	1

	Technology Officer
	3

	Operation Center Manager
	1

	Operation Management Officer
	2

	Legal Advisor
	1


Table 14: Program Resources – Additional requirements 
Accordingly, the Program must initiate a resource planning and organization enhancement activities subsequent to the current strategic planning exercise. 

Appendix A. Projects Description

This appendix provides a detailed description of the actions, projects, and programs that constitute e-Government in Jordan. 
This appendix provides a detailed description of the actions, projects, and programs that constitute e-Government in Jordan. 

A.1 e-Government Services

Services are the heart of e-Government in Jordan. By orienting e-Government around the seamless, integrated delivery of services to targeted customer segments, e-Government will transform how government works. As a result, service-oriented e-Government will transform relationships among citizens, businesses, and government employees as well as among government departments.

Consistent with the e-Government Strategy, the delivery of e-Government services will be the primary driver in the execution path for e-Government in Jordan. In that regard, the outcomes of the e-services portfolio study will constitute a clear reference for decision making and prioritization. 
E-Services that will be provided as part of e-Government in Jordan are of four types:

· Vertical e-services are services provided end-to-end by one government entity. It is the responsibility of each service provider government entity to develop its vertical e-Services. However, e-Government Program still provides consultation on all areas of knowledge required to develop these eServices and provides technical support for any needed integration with shared services (Government Portal, Jordan Payment Gateway, National Contact Center, SMS Gateway, Enterprise Service Bus, PKI Solution)
· Cross-Governmental e-services are services that require the involvement of several government entities (and possibly private sector players) to be delivered. It is the responsibility of e-Government program in coordination with entities that primarily provides these eServices to develop Cross Governmental eServices. 
· Shared Services are ‘’enablers’’ providing technology-based functionality that are central to the provision of vertical and cross-organizational services. Their ultimate ownership belongs to the e-Government Program.

· Composite services are essentially bundles services that flow across multiple government entities and contribute to e-Government overall objectives.

A.1.1 Cross Governmental eServices
In regard to cross-governmental e-services, the program will:

· Ensure portfolio management for cross-organizational services.

· Provide leadership, sponsorship and high level management of cross-organizational services

· Select services to be implemented by the Program, with the objective of implementing quick wins.

The program has identified services to be provided in e-mode in the following three vital entities that cater to vast number of citizens on daily basis:

· Department of Land and Survey (DLS)

· Drivers and Vehicles Licensing Department (DVLD)

· Ministry of Labor (MOL)
i Developing eServices at Department of Land and Survey (DLS)
	Project Definition

	objective

Improve the government services provided by Department of Land and Survey (DLS), increase transparency and build the required infrastructure on which future additional eservices can be built. 

	SCope

This project will result in the development of the following DLS eServices:
1. Approvals for non Jordanians, corporate and institutions to own properties

2. Approvals for non Jordanians to sell properties

3. Approval for corporate and institutions to sell properties

4. Property sales\exchange\gift

5. Correction of property description, owners' names, shares and adding required

6. Issuance of records

7. Issuance of maps

The  scope of this project include:
1. Business Requirement Gathering

2. Business Process Reengineering

3. E-Service System Delivery including information security

4. Providing, installing and maintaining the required hardware and infrastructure

5. Provide all the required licenses to operate the solution

6. Integrating the DLS solution with all identified stakeholders

7. Integrating the DLS solution with e-government shared services (Payment Gateway, Government Portal, National Contact Center, SMS Gateway, ESB, and PKI)

8. Transfer knowledge and training 

9. Operation support, maintenance and warrantee

10. Project management



	Justification

	Alignment with e-Government sTRATEGY

Cross-governmental e-Services portfolio management is the responsibility of the Program. Implementation of cross-governmental services is the shared responsibility of each government entity involved in the delivery of the service. However, the Program provides strong leadership, sponsorship and high level management. Furthermore, the launching of above selected DLS services will enhance the service delivery to DLS customers and provide the required infrastructure that will enable DLS to  develop future eServices


	benefits and gains

· Facilitate of transactions' processes on citizens, non Jordanians and other corporate and associations who apply for any of DLS services maintaining process integrity, and upholding protection and confidentiality of interest for all DLS customers.

· Provide accurate and timely services that save customer's time and efforts.

· Automate customer identity and other documents and clearances directly from respective entities that produce such information.

· Provide comprehensive, accurate and easily retrievable cadastral information, thus contributing to building national information system which serves national development goals.

· Prepare real time reports such as precise counts of all transactions, monthly sales that result from foreign investment transactions…etc

· Maintain, document, preserve and facilitate the use of the land property rights, and provide the database necessary to build the national geographic information system.

· Commit itself to continual revising and developing of its services aiming at creating, maintaining, preserving, updating, valuating and facilitating the dealing with land property rights, according to laws and legislations in force.


	Priority

Project Priority: 2.0

Project Overall Priority: 3.4



	Constraints

	prerequisites and dependencies

· Implementing the project is dependent on budget and resources availability for the Program as well as other Government entities

· Implementing the cross-governmental e-Services is dependent on:

· Development and enhancement of technical standards required for the implementation of the e-Services

· Development, upgrading and dissemination of all supporting tools (change management method, trainings….)

· Delivery of cross-governmental e-services will depend on the availability of the aforementioned shared services, infrastructure components as well as access and delivery channels. 


	Key success factors

· Availability of resources 

· Cooperation and harmony between government entities and the Program in e-services implementation

· Ability and willingness of government entities to document and share their business requirements, processes, services, data and strategies

· Adoption and implementation of the tools provided by the Program, including standard and successful change management methods 

· Availability of technical standards that cover all required aspects

· Availability of Laws and regulations that support the implementation of e-Services

· Availability of reliable shared services that simplify and speed up the implementation



	Risks

Specific risk identification should take place for each identified e-Service in the inception phase , however, some generic risks can be identified:


Risk

Prob.

Impact

Mitigation

DLS stops project implementation from its side

M

H

· Ensure ownership and commitment at highest political levels

· Ensure proper communication of the importance and benefits of the implementation of cross-governmental e-services

· Ensure signing Memorandum of Understanding (MoU) with all concerned entities in the e-Service implementation

· Assign the most powerful government department as the project owner

· Account for this risk mitigation in the scope of each e-Service in specific

· Assess the willingness and buy-in of all Stakeholders prior to engaging in the implementation

e-Skills of the employees of the different entities are not at the same level

H

M

· Include the employees of the DLS and Stakeholders in the IT literacy training programs at the right time

· Set specific training plans within the projects’ scopes 



	Key Performance Indicators

	Specific KPIs related to the project/program objectives will be identified in the inception of each project; however, some general KPIs related to implementation and performance are provided below.

Indicator

Description

Measurement

Proposed Value

Project implementation on time

Measure the ability to deliver the project on time

Deviation in terms of realized duration against originally planned duration

Less than 10%

Change management support

Measure the ability of the program to support and enable the project change

Participation of the program in change enablement

A change management officer should be assigned to the project

Project management support

Measure the ability of the program to support project management

Participation of the program in project management

Project manager should be assigned to the project



	Organization

	owner

Ownership rests selectively with the government entity that is the most concerned by the project/program. The Head of Strategy/e-services portfolios will be the owner from the program side  



	actors

On the government entity level, the e-Gov unit will be a privileged actor. More specifically, the following roles should be assigned:

· Project Manager 
· Project Coordinator
· Change Management officer (as part of the e-Gov Unit described in the Institutional Pillar)

· Technical lead

A project owner counterpart should also be identified from each concerned government department to facilitate the project activities in his department.

On Program level, the following actors are involved:

· Project manager and a project coordinator to coordinate with all involved government entities

A vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.



	Requirements

	Resources

· On owner Government entity level, the following actors are involved:

· Project manager

· Change management officer

· Technology support is required in reviewing and auditing the vendor deliverables



	Cost

The cost of implementing this project is 700,000 and the cash flow is expected to be as follows
· Year 2012: 150,000 JD

· Year 2013: 300,000 JD

· Year 2014: 250,000 JD

	Time & Schedule

Time requirements for the different e-Services is provided in the following table: 
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	Implementation Options

	The implementation of cross governmental e-Services is expected to be a complex and long project involving many different government entities with different levels of readiness and willingness. 

However, some measures can be taken to simplify the process:

· Formation of cross-governmental working group 

· Utilizing technical and process standards

· Utilizing already developed data schemas, components, and processes




ii Developing eServices at Drivers and Vehicles Licensing Department (DVLD)
	Project Definition

	objective

Improve the government delivery of services provided by Drivers and Vehicles Licensing Department (DVLD) and increase transparency.



	SCope

This project will result in the development of the following DVLD eServices:
1. Renew license of vehicles for which mechanical check is waved and have mandatory insurance (التأمين الإلزامي) choice only. 

2. Issue damaged vehicle's license.

3. Issue damaged vehicle's plates.

4. Issue damaged driver's license.

The  scope of this project include:
1. Business Requirement Gathering

2. Business Process Reengineering

3. E-Service System Delivery including information security

4. Providing, installing and maintaining the required hardware and infrastructure

5. Provide all the required licenses to operate the solution

6. Integrating the DVLD solution with all identified stakeholders

7. Integrating the DVLD solution with e-government shared services (Payment Gateway, Government Portal, National Contact Center, SMS Gateway, ESB, and PKI)

8. Transfer knowledge and training 

9. Operation support, maintenance and warrantee

10. Project management



	Justification

	Alignment with e-Government sTRATEGY

Cross-governmental e-Services portfolio management is the responsibility of the Program. Implementation of cross-governmental services is the shared responsibility of each government entity involved in the delivery of the service. However, the Program provides strong leadership, sponsorship and high level management. Furthermore, the launching of above selected DVLD services will enhance the service delivery to DVLD customers and provide the required infrastructure that will enable DVLD to  develop and launch future eServices


	benefits and gains

· Providing greater access to government information;

· Promoting civic engagement by enabling the public to interact with government officials;

· Simplifying and coordinating government services and increasing transparency; 

· Improving the quality, cost, accessibility, and speed of delivering services;

· Reducing the number of paper transactions involved in government operations;

· Reducing the time the citizen spends obtaining information from the government; 

· Improving the interface with the business community, press, and non-governmental organizations; 

· Improving the business climate in the country to attract foreign direct investment.


	Priority

Project Priority: 1.3

Project Overall Priority: 2.9



	Constraints

	prerequisites and dependencies

· Implementing the project is dependent on budget and resources availability for the Program as well as involved Government entities

· Implementing the DVLD e-Services is dependent on:

· Development and enhancement of technical standards required for the implementation of the e-Services

· Development, upgrading and dissemination of all supporting tools (change management method, trainings….)

· Delivery of cross-governmental e-services will depend on the availability of the aforementioned shared services, infrastructure components as well as access and delivery channels. 


	Key success factors

· Availability of resources 

· Cooperation and harmony between government entities and the Program in e-services implementation

· Ability and willingness of government entities to document and share their business requirements, processes, services, data and strategies

· Adoption and implementation of the tools provided by the Program, including standard and successful change management methods 

· Availability of technical standards that cover all required aspects

· Availability of Laws and regulations that support the implementation of e-Services

· Availability of reliable shared services that simplify and speed up the implementation



	Risks

Specific risk identification should take place for each identified e-Service in the inception phase , however, some generic risks can be identified:


Risk

Prob.

Impact

Mitigation

DVLD stops project implementation from its side

M

H

· Ensure ownership and commitment at highest political levels

· Ensure proper communication of the importance and benefits of the implementation of cross-governmental e-services

· Ensure signing MoU with all concerned entities in the e-Service implementation

· Assign the most powerful government department as the project owner

· Account for this risk mitigation in the scope of each e-Service in specific

· Assess the willingness and buy-in of all Stakeholders prior to engaging in the implementation

e-Skills of the employees of the different entities are not at the same level

H

M

· Include the employees of the DVLD and Stakeholders in the IT literacy training programs at the right time

· Set specific training plans within the projects’ scopes 



	Key Performance Indicators

	Specific KPIs related to the project/program objectives will be identified in the inception of each project; however, some general KPIs related to implementation and performance are provided below.

Indicator

Description

Measurement

Proposed Value

Project implementation on time

Measure the ability to deliver the project on time

Deviation in terms of realized duration against originally planned duration

Less than 10%

Change management support

Measure the ability of the program to support and enable the project change

Participation of the program in change enablement

A change management officer should be assigned to the project

Project management support

Measure the ability of the program to support project management

Participation of the program in project management

Project manager should be assigned to the project



	Organization

	owner

Ownership rests selectively with the government entity that is the most concerned by the project/program. The Head of Strategy/e-services portfolios will be the owner from the program side  



	actors

On the government entity level, the e-Gov unit will be a privileged actor. More specifically, the following roles should be assigned:

· Project Manager 
· Project Coordinator
· Change Management officer (as part of the e-Gov Unit described in the Institutional Pillar)

· Technical lead

A project owner counterpart should also be identified from each concerned government department to facilitate the project activities in his department.

On Program level, the following actors are involved:

· Project manager and a project coordinator to coordinate with all involved government entities

A vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.



	Requirements

	Resources

· On owner Government entity level, the following actors are involved:

· Project manager

· Change management officer

· Technology support is required in reviewing and auditing the vendor deliverables



	Cost

The cost of implementing this project is 300,000 that will all be spent within 2012

	Time & Schedule

Time requirements for the different e-Services is provided in the following table: 
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	Implementation Options

	The implementation of cross governmental e-Services is expected to be a complex and long project involving many different government entities with different levels of readiness and willingness. 

However, some measures can be taken to simplify the process:

· Formation of cross-governmental working group 

· Utilizing technical and process standards

· Utilizing already developed data schemas, components, and processes




iii Developing eServices at Ministry of Labor (MoL)
	Project Definition

	objective

Improve the government delivery of services provided by Ministry of Labor (MoL) and increase transparency.




	SCope

This project will result in the development of the following MOL eServices:
1. Issuance of work permits

2. renewal of work permits

3. Cancellation of work permits.

4. Issuance of work permits in case of loss.

5. Transferring foreign worker from one employer or warrantor to another.

6. Changing profession of foreign worker.

The  scope of this project include:
1. Business Requirement Gathering

2. Business Process Reengineering

3. E-Service System Delivery including information security

4. Providing, installing and maintaining the required hardware and infrastructure

5. Provide all the required licenses to operate the solution

6. Integrating the Work Permit solution with all identified stakeholders

7. Integrating the Work Permit solution with e-government shared services (Payment Gateway, Government Portal, National Contact Center, SMS Gateway, ESB, and PKI)

8. Transfer knowledge and training 

9. Operation, support, maintenance and warrantee

10. Project planning management



	Justification

	Alignment with e-Government sTRATEGY

Cross-governmental e-Services portfolio management is the responsibility of the Program. Implementation of cross-governmental services is the shared responsibility of each government entity involved in the delivery of the service. However, the Program provides strong leadership, sponsorship and high level management. Furthermore, the launching of above selected MoL services will enhance the service delivery to MoL customers and provide the required infrastructure that will enable MoL to  develop and launch future eServices


	benefits and gains

· Decrease the workload on MoL personnel who deal with fee payments and cash handling

· Speed up service delivery as a result of electronic flow of documents.

· Achieve greater transparency.

· Limit the necessity of data verification by clerk as a result of automatic verification.

· Reach better control of number and status of foreign workers in Jordan

· Provide customers with additional delivery channels which will reduce need for site visits.

· Improving the business climate in the country to attract foreign direct investment.


	Priority

Project Priority: 2.8

Project Overall Priority: 3.9 



	Constraints

	prerequisites and dependencies

· Implementing the project is dependent on budget and resources availability for the Program as well as involved Government entities

· Implementing the MoL e-Services is dependent on:

· Development and enhancement of technical standards required for the implementation of the e-Services

· Development, upgrading and dissemination of all supporting tools (change management method, trainings….)

· Delivery of cross-governmental e-services will depend on the availability of the aforementioned shared services, infrastructure components as well as access and delivery channels. 


	Key success factors

· Availability of resources 

· Cooperation and harmony between government entities and the Program in e-services implementation

· Ability and willingness of government entities to document and share their business requirements, processes, services, data and strategies

· Adoption and implementation of the tools provided by the Program, including standard and successful change management methods 

· Availability of technical standards that cover all required aspects

· Availability of Laws and regulations that support the implementation of e-Services

· Availability of reliable shared services that simplify and speed up the implementation



	Risks

Specific risk identification should take place for each identified e-Service in the inception phase , however, some generic risks can be identified:


Risk

Prob.

Impact

Mitigation

MoL stops project implementation from its side

M

H

· Ensure ownership and commitment at highest political levels

· Ensure proper communication of the importance and benefits of the implementation of cross-governmental e-services

· Ensure signing MoU with all concerned entities in the e-Service implementation

· Assign the most powerful government department as the project owner

· Account for this risk mitigation in the scope of each e-Service in specific

· Assess the willingness and buy-in of all Stakeholders prior to engaging in the implementation

e-Skills of the employees of the different entities are not at the same level

H

M

· Include the employees of the MoL and Stakeholders in the IT literacy training programs at the right time

· Set specific training plans within the projects’ scopes 



	Key Performance Indicators

	Specific KPIs related to the project/program objectives will be identified in the inception of each project; however, some general KPIs related to implementation and performance are provided below.

Indicator

Description

Measurement

Proposed Value

Project implementation on time

Measure the ability to deliver the project on time

Deviation in terms of realized duration against originally planned duration

Less than 10%

Change management support

Measure the ability of the program to support and enable the project change

Participation of the program in change enablement

A change management officer should be assigned to the project

Project management support

Measure the ability of the program to support project management

Participation of the program in project management

Project manager should be assigned to the project



	Organization

	owner

Ownership rests selectively with the government entity that is the most concerned by the project/program. The Head of Strategy/e-services portfolios will be the owner from the program side  



	actors

On the government entity level, the e-Gov unit will be a privileged actor. More specifically, the following roles should be assigned:

· Project Manager 

· Change Management officer (as part of the e-Gov Unit described in the Institutional Pillar)

· Technical lead

A project owner counterpart should also be identified from each concerned government department to facilitate the project activities in his department.

On Program level, the following actors are involved:

· Project manager and a project coordinator to coordinate with all involved government entities

A vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.



	Requirements

	Resources

· On owner Government entity level, the following actors are involved:

· Project manager
· Project Coordinator
· Change management officer

· Technology support is required in reviewing and auditing the vendor deliverables



	Cost

The cost of implementing this project is 800,000 and the cash flow is expected to be as follows
· Year 2013: 250,000 JD

· Year 2014: 550,000 JD



	Time & Schedule

Time requirements for the different e-Services is provided in the following table: 
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	Implementation Options

	The implementation of cross governmental e-Services is expected to be a complex and long project involving many different government entities with different levels of readiness and willingness. 

However, some measures can be taken to simplify the process:

· Formation of cross-governmental working group 

· Utilizing technical and process standards

· Utilizing already developed data schemas, components, and processes




A.1.2 Shared Services Enhancements (NCC, SMS, Portal, JPG)
i Portal Enhancement
	Project Definition

	objective

To design and implement a new layout and interface for the e-Government portal and redesign the content architecture and upgrade it to the latest version of IBM Websphere Portal.

	SCope

The scope of this project includes designing and verifying the current portal abilities, and deploying, configuring or implementing the eventual additional components if required. At the end of the project, the quality of rendering Government content shall be enhanced; layout and interfaces shall be displayed in a more interactive design by which public and government users will be attracted to access web information and a trust channel between government and citizen will be built.

	Justification

	Alignment with e-government strategy

Developing and delivering shared services of e-Government is the responsibility of the e-Government Program.

	benefits and gains

· Attracting public and government users to access web information and building a trust channel between government and citizens.

· Improve quality of service delivered to users and increase the usability of the e-Government Portal.

	Priority

Project Priority: 1.5

Project Overall Priority: 3.2 



	Constraints

	prerequisites and dependencies

· IBM Hadrware Maintenance contract

	Key success factors

·  Availability of technical standards that cover all required aspects



	Risks


Risk

Prob.

Impact

Mitigation

Technical challenges

25%

Delaying Implementation

Sign a back to back agreement with IBM



	Key Performance indicators

Indicator

Description

Measurement

Proposed Value

Supported entities 

Number of active entities to be published on the portal

Number of entities

Views

Total number of views of portal pages

Number of views on monthly basis



	Organization

	owner

The owner of this project is the operation stream.

	actors

· The e-government program

· Vendor


	Requirements

	Resources

On program level, the following actors will be involved:

· E-Government Portal Content Manager 

External recourses: 

· The vendor will provide all the technical requirements for the project.
· Ops Center Team

	Cost

The cost of this project is 450,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule 
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ii Payment Gateway Enhancement
	Project Definition

	objective

To add new features to e-Payment Gateway that support the need and requirements of the government entities 

	SCope

The scope of this project includes:

· Add a new feature of supporting multi settlement accounts through a single payment transactions request.

· Add a new feature of supporting multiple eServices using a single payment transaction where each eServices will have its own services charge calculation. 

	Justification

	Alignment with e-government strategy

Developing and delivering shared services of e-Government is the responsibility of the e-Government Program.

	benefits and gains

· Support the need and requirements of the government entities

	Priority

Project Priority: 1.0
Project Overall Priority: 2.9 



	Constraints

	prerequisites and dependencies

· No prerequisites or dependencies

	Key success factors



	Risks


Risk

Prob.

Impact

Mitigation



	Key Performance indicators

Indicator

Description

Measurement

Proposed Value



	Organization

	owner

The owner of this project is the Head of Technology.

	actors

· The e-government program

· Vendor


	Requirements

	Resources

On program level, the following actors will be involved:

· Head of technology

· Technology Officer

External recourses: 

· The vendor will provide all the technical requirements for the project.

	Cost

The cost of this project is 30,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule 
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A.2 Business Level Pillar

E-Government is mainly about organizational transformation and major shifts in the way government entities conduct their business and handle their projects. To facilitate this transformation, the Program will carry out multiple programs described in the following: 

A.2.1 Capacity Building 

Training is an essential factor in capacity building, and a major contributor to government transformation. The Program has provided training to government employees on different levels including ICT literacy training, IT professionals training, Project Management training, in addition to other training services like Microsoft Outlook training (SGN). 

i Public Awareness for Use of e-Government Standards and Shared Services, and eServices (e-Government Unit Workshops)
	Project Definition

	objective

Provide knowledge transfer, awareness and training for e-Government Units that are established in order carry out their responsibilities toward building vertical e-services at their entities

	SCope

Generate awareness of outputs, toolkits and available services (shared services and Infrastructure) in the targeted e-Government units. The scope of the project includes:

· Sessions Preparation for the awareness sessions (Topics, Stakeholders, audience)

· Conduct awareness sessions

· Assess awareness sessions based on collected survey



	Justification

	Alignment with e-government STRATEGY

Establishing e-government unit in each entity is essential for coordination of key cross-governmental e-Government policies and programs. Providing proper training on implementing e-Government Strategy is important for the success of these units.



	benefits and gains

· Increase the knowledge and usage of e-government tools and manuals

· Support the implementation of vertical services in government entities

· Knowledge transfer



	Priority

Project Priority: 1.0

Project Overall Priority: 2.9



	Constraints

	prerequisites and dependencies

· The project depends on the establishment of e-Government units at targeted entities

· Assigning the right and qualified contact persons and stakeholders from government entities is also a dependency on the success of this project.


	Key success factors

· Stakeholder engagement in these sessions.

· Effective communication among the e-government program and the targeted entities.

· Availability of qualified e-government program resources to train and conduct the awareness sessions.

· Qualified assigned contacts for these units.



	Risks

Risk

Prob.

Impact

Mitigation

e-Government units are not established 
Not have a liaison  

· Request the intervention by the Prime Ministry requesting those entities to establish the e-Government Unit 

e-Government unit members don’t attend the workshops
Ineffective e-Government Unit

· Escalate to the top management of entities whose e-Government unit members don’t attend to take proper measures.

e-Government unit members suffer high turn over

Loose qualified and trained members

· None

No support from Top Management to establish and support the Units roles

High impact not to have the authority to do their responsibilities

· Top management support through prime Minister, cooperation with other Gov parties, awareness sessions for top management.



	Key Performance Indicators

	
Indicator


Description

Measurement

Proposed Value

Implementation of the awareness plan No. of Entities trained

Measure to what extent the awareness plan is implemented

No. of CIOs attended the workshops. No. of Security officers trained. No. of Content officers trained. No. of Change officers trained


	Organization

	owner

The owner of the awareness plan is the Head of Change Management


	actors

On the program level, 

· Change Management Head lead the effort of planning and coordinating these awareness sessions.

· All program units participate in the preparation and conducting of these awareness sessions according to their specialty.


	Requirements

	Resources

On program level, the following resources are involved:

· Change Stream to plan for and coordinate the awareness sessions.

· Change Stream will coordinate with all needed streams (Strategy, technology, Operations, Security, PMO) to provide any needed knowledge transfer as the set plan and topics to be trained upon.

	Cost

There is no cost for this project since it is implemented with internal efforts.

	Time & Schedule

This is an ongoing project. Preparation and implementation of this project is carried out throughout the year.

Milestones

Implementation Schedule

#
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ii Public and Private Awareness for Use of e-Government Standards and Shared Services, and eServices
	Project Definition

	objective

Raise awareness of available and applicable e-government standards, shared services and e-services to increase usage and support.


	SCope

Conduct awareness sessions and activities through various levels of the government entities to increase their awareness and knowledge of all eGov services. Awareness sessions will be conducted by e-Government program.

	Justification

	Alignment with e-government STRATEGY

Below is not related…

This relates to awareness and promotion section which is under the بند إدارة الأعمال not the institutional pillar


	benefits and gains

· Increase utilization and usage of eGov services and shared services

· Support the implementation of e-government 

· Gain Buy in for Gov employees to implement new e-services.



	Priority

Project Priority: 1.0

Project Overall Priority: 2.9



	Constraints

	prerequisites and dependencies

· Resources available from change stream to provide the awareness sessions.

· Availability of the financial resources.

· Commitment from Gov entities to attend

	Key success factors

· Stakeholder engagement and attendance in these sessions.

· Effective communication among the e-government program and the targeted entities.

· Availability of e-government program resources to prepare and conduct the awareness sessions

· No, of e-service availability and up and running to be used.



	Risks

Risk

Prob.

Impact

Mitigation

The request for budget allocation to implement this project is not approved
Not implement the project
· Due to the relatively low cost of this project, the money can be solicited from fund providers or implemented with fund available through Enterprise Agreements

e-Government invited parties don’t attend the workshops
· Escalate to the top management of entities whose members don’t attend to take proper measures.

Human resources availability to provide awareness sessions
Delay of the project
· Assigning Change management officer and communication officer.


	Key Performance Indicators

	
Indicator


Description

Measurement

Proposed Value

Implementation of the planned awareness sessions

% of sessions undertaken and No. of attendees per session

90%



	Organization

	owner

The owner of the notification gateway is the Head of Change Management

	actors

On the program level, 

· Change Management Head lead the effort of planning these awareness sessions.

· Change Management and Communication Officers to coordinate and undertake the plan and sessions.

	Requirements

	Resources

On program level, the following resources are involved:

· Change and communication officers to prepare for and coordinate the awareness sessions

· Change Stream to coordinate with any needed streams in case required in any of the sessions.

	Cost

The cost of implementing this project is 60,000 and the cash flow is expected to be as follows
· Year 2011: 10,000 JD

· Year 2012: 20,000 JD
· Year 2013: 30,000 JD


	Time & Schedule

Preparation and implementation of this project is carried out throughout the year. Time requirements is provided in the following table: 

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Workshop Preparation

(
(
(
(
(
(
2

Conducting Workshop

(
(
(
(
(
(



iii IT Audit Training
	Project Definition

	objective

Build capacity in government employees in the field of IT audit in order to contribute to the success of e-Government and to support its implementation especially in the field of security and technology.



	SCope

Provide IT audit training for security officers and e-government unit officers.


	Justification

	Alignment with e-government STRATEGY

As mentioned previously this project is not related to the institutional pillar rather to the Business pillar for capacity building.


	benefits and gains

· Capacity Building in e-government employees 

· Support the implementation of e-government 

· Knowledge transfer

	Priority

Project Priority: 1.0

Project Overall Priority: 2.8



	Constraints

	prerequisites and dependencies

· The project depends on Training needs assessment as per each entity. 

· Also depends on the urgency of each entity and type and number of projects available which needs this training.


	Key success factors

· commitment of government entities 

· And vendor capability to deliver quality training.

	Risks

Risk

Prob.

Impact

Mitigation

The request for budget allocation to implement this project is not approved
Not implement the project

Due to the relatively low cost of this project, the money can be solicited from our financials 

Government employees suffer high turn over

Loose qualified and trained members

None



	Key Performance Indicators

	
Indicator


Description

Measurement

Proposed Value

Implementation of the number of required training needs and implement the plan

No. of employees trained over the time required to implement training

95%

Training quality
Quality of the training delivered

# of complaints received per training, also assessment forms 



	Organization

	owner

The owner of is the Head of Change


	actors

· Head of Change 

· Training Officers

· Contracted professional consultant.


	Requirements

	Resources

On program level, the following resources are involved:
· Change Management Staff (training officers)
 

	Cost

The cost of implementing this project is 30,000 JD

	Time & Schedule

Time requirements is provided in the following table:

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement 

(
(
2

Implementation 

(
(
3

End of project

(



iv Microsoft Training
	Project Definition

	objective

Build capacity in government employees in Microsoft technologies in order to contribute to the success of e-Government and to support its implementation

	SCope

Provide specialized training on Microsoft technology and other available topics within agreement for e-government program and government employees.



	Justification

	Alignment with e-government STRATEGY

Business pillar


	benefits and gains

· Build capacity in e-government employees 

· Support the implementation of e-government 

· Knowledge transfer

	Priority

Project Priority: 1.0

Project Overall Priority: 2.8



	Constraints

	prerequisites and dependencies

· Sign the Enterprise Agreement with Microsoft.



	Key success factors

· Commitment of government entities 
· Vendor capability



	Risks

Risk

Prob.

Impact

Mitigation

Government employees suffer high turn over
Loose qualified and trained members

None

Low quality for training services
High follow up with vendors



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Implementation of the number of required training needs and implement the plan

No. of employees trained over the time required to implement training

95%

Quality of the training delivered 

# of complaints received per training, also assessment forms 



	Organization

	owner

The owner of the is the Head of Change


	actors

· Change Management Unit staff

· Strategic Agreement Directorate

· Companies within Microsoft Joint Venture.


	Requirements

	Resources

On program level, the following resources are involved:

·  Training Officer


	Cost

This project will be implemented through Enterprise Agreement with Microsoft. There is no need for budget allocation.

	Time & Schedule

Time requirements is provided in the following table:

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Planning 

(
(
(
(
(
(
(
(
(
2

Implementation

(
(
(
(
(
(
(
(
(
(



A.2.2 Communication\Marketing\Promotion
E-Government is about change and transformation at government level. It will involve a major overhaul of the business processes of government and will affect the way government entities do their business and deliver their projects.

At project level, Change Management is a major component in a project life cycle. The role of Change Management during project preparation, implementation and handover is two-fold: 

· Execute a change management plan necessary for success of the projects under the ownership of the Program.

· Develop, maintain and communicate a standard method for change enablement to all government entities involved in e-Government, through the change agents. This method will take the shape of a comprehensive change management kit and will be the foundation of change enablement for any e-Government project. 

i Develop & Implement Program Communication and Marketing plan
	Project Definition

	objective

Update and enforce implementation of the e-government program’s communication and marketing strategy and plan in order to ensure proper interaction with the different stakeholders, increase satisfaction and buy-in, and define key marketing aspects for the program products/services setting a detailed marketing plan for the program products/services that fulfills the marketing strategy.


	SCope

e-Government Communication Plan:

· Program Communication Plan will align with the strategic and organizational changes in the Program in terms of:

· Program responsibilities for delivering key messages to each segment 

· Methods & approaches of communication

· Identifying target audiences/target recipients 

· Defining timing and frequency of communications

· Selecting communication tools & channels

· Clarifying communication purpose so as to ensure compliance & consistency

· Monitoring communications, i.e. making sure the right message was received & and a feedback was sent on it as a response

· Publication of communication plan to ensure that roles and responsibilities in execution of the plan are properly understood.

· Continuous review of the communication plan’s implementation.
e-Government Marketing Plan

· Develop a comprehensive Program marketing plan to cover the following strategic aspects:

· Identify the Program products/services marketing goals & objectives, including reasons for marketing and expected benefits.

· Identify the target audience of the marketing strategy, elaborate on the nature and level of understanding of each target group, and define the marketing requirements for each target group (Who) 

· Define the key messages to be delivered to the different stakeholders and target audience (What). 

· Define marketing plan approach, and the tools & techniques to be used

· Develop a detailed marketing plan that covers the implementation of the strategy for each product/service, including:

· Roles & responsibilities

· Frequency: is whenever a product/service is launched or issued. Therefore, there should be a time line that is aligned with the due dates of the program services/products of each year.

· Tools to be used for PR & marketing each product/service.

· Budget required for each PR campaign or marketing activity.



	Justification

	Alignment with e-government STRATEGY

The Strategy identifies the following responsibilities for the Program: 

· Develop and implement an e-Government Program Communication Plan that sets clear expectations for e-Government stakeholders about Program achievements and plans.

· Plan and execute awareness campaigns targeting government entities and employees to create adequate levels of awareness of Jordan’s e-Government strategy, accomplishments, and the availability of support services by the e-Government Program.

· Establishing a common understanding of the e-Government Strategy and Program Strategy as well as the objectives & benefits of the Program products/services, among the stakeholders / other government entities and the public is an essential objective of the Program



	Priority

Project Priority: 1.5

Project Overall Priority: 3.2



	Constraints

	prerequisites and dependencies

· The project will need to have the clear overall strategy and roadmap for e-Government ready in order to develop a marketing strategy in line with this strategy

· The National Outlook and Expectations report will represent a valuable input to the project as it will define the “As Is” situation for Program awareness.

	Key success factors

Communication Plan:

· Setting clear roles and responsibilities in the communication plan is important to ensure effective and successful communication.

· Alignment of communication plan with e-Government strategy.

Marketing Plan:

· Contracting a professional marketing consulting organization with experience in marketing public sector programs will enrich the project and ensure that deliverables quality are up to the expectations.

· Taking into consideration the Jordanian cultural, business, and political characteristics will ensure the delivery of an accurate and implement-able strategy.

· Sponsorship support



	Risks

Risk

Prob.

Impact

Mitigation

Communication Plan
Availability of resources for implementation of communication plan

M

H

· Set enforcement controls in communication plan (e.g., include implementation of the communication plan as one of the objectives of Program employees, or require regular reporting on communication). 

Marketing Plan
Availability of resources / budget for implementation of marketing plan

M

M

· Participation of the ICT Promotion Unit (MoICT) in developing the marketing strategy (and later in its implementation)

· Set a clear requirement for having alternative and “efficient” options for delivering the marketing plan.

· Set a clear requirement for having clear budgetary information in the marketing plan. 



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Implementation of the marketing and communication plan (additional KPI will be more elaborated in the plan itself).

Measure to what extent the marketing and communication plan is implemented

% of marketing and communication plan “items” implemented on-time to the total number of “items”

> 90%



	Organization

	owner

The owner of this project is the Head of Change Management 


	actors

· The e-Government Program

· ICT promotion Directorate 
· Contracted Consultant


	Requirements

	Resources

On Program level, all the Program resources will be participating in the communication, and the exact roles and responsibilities will be specified in the communication plan and the following resources are involved:

· Head of Change

· Communication officer

· Project Manager: to manage the project from the Program side, reporting to the program director and the project owner.
External Resources (Vendor)

· Contracted professional consultant

In addition, the marketing plan will require the following resources:

· On government entities level, it is important to notify any government entities will be included in the plan.

· On MoICT level, participation and input of the ICT promotion Directorate is important to build a successful and implement-able marketing strategy and plan.

	Cost

The estimated cost for this project is 120,000 JD

	Time & Schedule

Time requirements is provided in the following table:

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement

(
2

Implementation

(
(
3

End of Project

(



A.3 ICT Infrastructure Pillar / Operations 

A.3.1 E-Government Operation Center 

The operations center is one of the major infrastructure components of the e-Government Program. The operations center is currently operating the Secure Government Network and hosting a number of services for the connected departments. The vision for the operations center is to host all e-Government shared services. 

Another goal that is being evaluated is to consolidate the different government data centers into one data center under the direct management of NITC. 

The e-Government Contact Center is an important component of the e-Government Infrastructure, and will provide business and technical support for the different users of e-Government. It will also establish an access channel of government information and services. 

Operating the e-Government Contact Center is the responsibility of the e-Government Program.
i Establish an Auditing Program for Operations Center Procedures and Standards 
	Project Definition

	objective

· Audit on a regular basis the deployment of the operations center procedures and processes.

· Part of the current outsourcer mandate is to develop and implement formal and documented standards, processes and procedures for key operations in the operations center and as per ITIL standards. 

	SCope

· Audit the operations center processes and procedures and as per the developed ITIL model

· Ensure implementation within defined timeframe.

· Audit compliance with the stated standards, and procedures. 

· Establish measures for each process to enable continuous improvement

· The audit activities should cover all the procedures and processes for the following operational areas, as applicable

· Network equipment configurations 

· Network/ System architecture development 

· Asset management 

· Network/ System deployment 

· Incident and problem management 

· Documentation / Knowledge management 

· IP address allocation 

· Link request allocation among different entities 

· Handover management 

· Network and system monitoring 

· Preventive maintenance 

· Software licensing and distribution 

· Networks and systems health checks

· All hosted services


	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring smooth and effective e-Government operations is a core objective for the program 



	benefits and gains

· Streamlined and uniform Ops Centre operations

· More effective and efficient Ops Centre operations

	Priority

Project Priority: 2.5

Project Overall Priority: 3.0



	Constraints

	prerequisites and dependencies

· This project depends on the successful Deployment of ITIL framework for the Operations Center 

	Key success factors

· Strong senior management support to facilitate the auditing activities 

	Risks

No major risks identified



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Organization maturity level

Measurement method for IT organization maturity

For example, Based on Cobit or CMM

Depends on the initial assessment per process



	Organization

	owner

The owner of the implementation of this project is the Head of Operations in the e-Government Program    

	actors

One external auditor specialized in IT management (ITIL / COBIT/ CMM / ISO 20000), involvement for 3 months and on an annual basis

  

	Requirements

	Resources

· Head of Operations

· Ops Centre manager. 



	Cost

Estimated 72,000 JD per year, this is the cost of using one consultant for 3 months, this consultant will manage and implement audit activities to verify the adherence and commitment to the develop procedures and processes. The auditing will be done twice a year accordingly. It is expected to conduct the audit in the last year of this roadmap.



	Time & Schedule

Time requirements is provided in the following table:
Implementation Schedule
#

Description

Y 2011

Y 2012

Y 2013

Y 2014

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

1

Procurement  

(
2
Audit Services

(
(



ii Contact Center Management Outsourcing

	Project Definition

	objective

Contact center management requires certain level of competency that is hard to be acquired by non-specialized enterprises. Outsourcing the management of the contact center is growing as a trend among all enterprises. 



	SCope

To outsource the infrastructure and functionalities of the e-Government contact center to a specialized vendor that will manage it such as, receiving calls from government customers, answering customers’ inquiries, promoting government services, generating all required reports and statistics in addition to serving new government entities and services to the contact center.


	Justification

	Alignment with e-Government strategy

As a core support function of the e-Government Program, the contact centre provides vital support functionality to the different e-government programs. Also, its management is a critical responsibility falling on the Program.



	benefits and gains

Outsourcing the management of the contact center will:

· Overcome the shortage of skills and experience in the government

· Utilize and benefit from the experience of the private sector

· Create a positive environment of partnership between the private and public sector, in a way that reflects positively on the quality and efficiency of the governmental services.

· Foster development of the contact center management industry

· Improve quality of service 

· Transfer risks to the private sector

· Involve the internal teams in training to build capacity as well as with the private sector experts to gain practical experience

	Priority

Program Priority: 1.3

Project Overall Priority: 3.0



	Constraints

	prerequisites and dependencies

· Stakeholders: The contact center must have accesses to specialized hooks into the e-Services implementation for being able to check on-going status and reporting it when solicited to do so.

· Infrastructure: Depend on the SGN network to access the required government services 

	Key success factors

· Creating competitive environment between private sector vendors which will reflect on the quality and efficiency of the services

· Availability of qualified resources 

· Availability of mature private sector service providers

· Implementation of state of the art management and support processes that leverage international experience and best practices
· Effective communication between government entities, outsourcer and e-government program

	Risks

Risk

Prob.

Impact

Mitigation

Problems with the private sector outsourced vendor that prevent it from fulfilling its contract – Discontinuity problems

L

H

· Ensure contracting a stable vendor with adequate number of years of experience in the field

· Have a contingency plan for management of the contact center

Lack of experience in the local market

H

H

· Ensure development of internal capacity through training to ensure ability to overcome

High cost

H

H

· Identify funding sources, develop new methods of partnership including PPP

Not having access into e-Service status

H

H

· Verify in e-Service design that the call center access has been provisioned if relevant

· Verify the access during testing phase before publishing the e-Service



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Supported entities

The number of supported entities by contact center

15 entities 

100%

Service level 

number of calls that were responded to by agents and IVR within 

Percentage of number of calls with a predefined period of time 

85%

Response time 

Response time to registered tickets received by agents 

Working hours

48 working Hours

Waiting time 

Time takes the agent to take the  call starting the first ring

seconds

20 sec



	Organization

	owner

The owner of the project is the Contact Center Program Manager under the Head of Operations


	actors

· e-Government 

· Other government entities. 
· Private sector 

	Requirements

	Resources

On program level the following actors are involved:
· Contact center management team. 
· Technology and Security streams (support)

· Change management stream (promotional and awareness activities)

· PMO (adding new cross government e-services)

· e-Government operations Center

External resources (Vendor): will provide all the management and operation requirements for the project for two years



	Cost

The cost of this project is 400,000 JD.
 

	Time & Schedule

Time requirements is provided in the following table: 
Implementation Schedule management
#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Prepare RFP

(
(
2
Contact center outsourcing

(
(
(
(
(
(
(
(
(



iii Network and Systems Management Improvement 

	Project Definition

	objective

Improve network and systems infrastructure availability and insure services stability and accessibility 



	SCope

· Achieve full functionality from existing NMS CiscoWorks2000, HP OpenView and MOM infrastructure. 

· Assist the Ops center support team in moving from reactive to proactive management.

· Produce an integrated interface for all features from all of the monitoring tools at the Ops center

· Improve network and systems infrastructure availability through improved NMS monitoring

· Introduce a new NMS if necessary, especially for traffic analysis purposes, which are not addressed by the current NMS tools (in that regard, Cisco NAPA was identified and will be procured). 



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Delivering and operating the mandatory infrastructure of the e-Government is a core objective for the program, the operations center is an essential part of the e-Government infrastructure and the responsibility of delivering it falls under the program responsibilities

	benefits and gains

· Provide administration team with strong central management tools 

· Network / System Health monitoring to eliminate any expected problems that might affect the e-Government hosted services   

· Provide detailed information to fix problem when problems are reported to the helpdesk 

· Useful reports for the head of operations in order to be aware with the services and systems status 

· Can be used as a mechanism to measure the Ops Center efficiency and response time. 



	Priority

Project Priority: 1.5

Project Overall Priority: 2.3



	Constraints

	prerequisites and dependencies

· SGN infrastructure and network equipment


	Key success factors

· Validity of licenses for the existing management tools
· Effective communication 

· Resources availability  


	Risks

· Senior management support 

· Allocate required budget 

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Device availability 
The availability of the devices connected to the network 

Time 

99%

Link availability

Link ability to pass traffic 

Time 

99%



	Organization

	owner

The owner of the implementation of this project is the head of Operations stream

	actors

· The e-government program 

· Vendor 

	Requirements

	Resources

On the program level, the following actors will be involved:

· Project Manager to manage the implementation of the project

· Head of Operations will be involved to supervise this project implementation

· Other resources from the Operations can be involved according to the plan requirements
· Technology and Information security for support 

External resources (vendor): will provide required technical requirements for the project.



	Cost

The cost of this project is 300,000 JD


	Time & Schedule

Time requirements is provided in the following table: 
Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

RFP Preparation
(
2

Procurement 
(
3
Implementation

(
(



iv Develop Maintenance contracts 

	objective

Develop maintenance contract for the Ops Center



	SCope

Maintenance contract-Software licensing projects as follows:
· Hardware maintenance (Dell, EMC)

· Cisco Maintenance

· IBM Maintenance

· Heat Maintenance 


	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Delivering and operating the mandatory infrastructure of the e-Government is a core objective for the program, the operations center is an essential part of the e-Government infrastructure and the responsibility of delivering it falls under the program responsibilities

	benefits and gains

· Improve quality of service delivered to users

· Ensure that all software used are up-to-date and prevent technical problems

 

	Priority

Project Priority: 1.3
Project Overall Priority: 2.1


	Constraints

	prerequisites and dependencies

· No prerequisites and dependencies


	Key success factors

· Proper tracking of purchased software licenses and through update processes



	Risks

No specific risks identified

	Key Performance Indicators

	More than 90% of the software licenses are up-to-date with the latest versions and patches



	Organization

	owner

The owner of this project is the Operations Center Manager under the Head of Operations



	actors

On the program level:

· The e-government operations center

External resources (vendor): 

· Vendor will be contracted to deliver all the requirements of the project 

	Requirements

	Resources

· Head of Operations and Ops Centre manager 

· Operations center manager



	Cost

The cost of this project is 400,000 JD


	Time & Schedule
Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement for licenses

(
(
2

Continuous reviews and updates

(
(
(
(
(
(
(
(



v Deployment of ITIL framework for the Operations Center  

	Project Definition

	objective

Implementing an ITIL compliant Service Desk process will assist management in making decisions concerning staffing, skills, Incident Management and escalation to Problem Management. The Service Desk will also monitor service agreements and ensure the proper level of services is being delivered to the Ministries. 
The improvement and standardization of Change, Release, and Configuration Management will improve the end to end service delivery through the repeatable processes and procedures. These standardized processes will reduce TCO for MoICT and improve service delivery to the end users. 

	SCope

Hiring outsource contractor to
· Implement an ITIL compliant Service Desk process. 

· Establish measures for each process to enable continuous improvement

· Identify the to-be service desk process to include incident management and escalation to problem management. Service Request fulfillment will also be reviewed 

· Review current tool set and identify requirements for new or upgraded tool and identify KPIs and metrics 

· Establish Service Desk baseline of performance; implement and improve



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring smooth and effective e-Government operations is a core objective for the program.



	benefits and gains

· Support decisions making

· Optimize time utilization

· Enhance desktop control(follow up and resole tickets)

· Reduce maintenance 
· Provide support for launched e-services and standardize Service Desk process.



	Priority

Project Priority: 1.8

Project Overall Priority: 2.5



	Constraints

	prerequisites and dependencies

· No prerequisites and dependencies



	Key success factors

· Strong senior management support

· Infrastructure readiness

· Effective communication 

· Availability of resources


	Risks

· No specific risks identified

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service 

answer time, response time, fixing time

Hours and  minutes  

TBD

Service availability

The availability of the services supported by Operation center

Time

99%



	Organization

	owner

The owner of this project is the head of operations stream

	actors

· The e-government program
· Vendor

	Requirements

	Resources

On the program level:

· The e-government operations center

External resources (vendor): 

· Vendor will be contracted to deliver all the requirements of the project 

	Cost

· The cost of this project is 300,000 JD



	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

RFP Preparation
(
2

Procurement
(
3
Implementation

(
(



vi Mobile – SMS Outsourcing
	Project Definition

	objective

To outsource SMS services that will enable both SMS pull and push messages for e-services notifications or queries. 

	SCope

Identify and contract private sector partners for the Program to implement and provide SMS access channel services.



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

As a core support function of the e-Government Program, the SMS provides vital support functionality to the different e-government programs. 

	benefits and gains

· Activate access channel for government entities and citizens

· Delivering service through SMS channel and increase service availability

· Enhance Public privet partnership(PPP)

	Priority

Program Priority: 1.3

Project Overall Priority: 3.0



	Constraints

	prerequisites and dependencies

· No prerequisites and dependencies

	Key success factors

· Strong senior management support

· Infrastructure readiness

· Effective communication 

· Availability of resources
· Stakeholder’s involvement 

· E-services readiness

	Risks

· No specific risks identified

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service 

The time it takes the SMS to be received by the end user, this number depends on the number of SMSs

Seconds

3 sec

Service availability

The availability of the interface used by both eGov and entities

Time

99%



	Organization

	owner

The owner of this project is the head of operations stream

	actors

· The e-government program
· Government entities
· Vendor

	Requirements

	Resources

On the program level:

· The SMS project manager
External resources (vendor): 

· Vendor will be contracted to provide SMS service  

	Cost

· The cost of this project is 250,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Prepare RFP
(
2
Procurement

(
(
3
Outsource the service
(
(
(
(
(
(
(
(



vii Build Contact Center Infrastructure 
	Project Definition

	objective

Build and install the infrastructure and the application for the contact center and integrate the current entities and services to the new NCC plus migrate the accumulated by the outsourcer



	SCope

To build the National Contact Center infrastructure (hardware and software) consist of business gathering, system delivery, data migration, configuration, transfer knowledge and training and project management services

	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

As a core support function of the e-Government Program, the contact centre provides vital support functionality to the different e-government programs. 

	benefits and gains

· Cut cost of providing the NCC services on the long run

· Not dependent on the private sector to provide the infrastructure of NCC while continue to outsource the operation of NCC to the private sector

· Hardware and software of NCC will be maintained, supported and secured by the e-Government operation center 

	Priority

Project Priority: 2.0

Project Overall Priority: 3.5



	Constraints

	prerequisites and dependencies

· Secure Government Network (SGN)

	Key success factors

· Senior management support

· Allocate the requested budget to implement the project

	Risks

· Timely location readiness

· Timely equipment delivery 

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Proper knowledge transfer

Number of trainees

People 

8 operation center employees

Installation and implementation time 

To implement the project on time

date

31, May 2013 (contract of current outsourcing expire in August 2013) 



	Organization

	owner

The owner of this project is the head of operations stream

	actors

· The e-government program
· Vendor

	Requirements

	Resources

On the program level:

· The contact center manager
External resources (vendor): 

· Vendor will be contracted to provide all requirements of the project

	Cost

· The cost of this project is 1,100,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1
RFP Preparation

(
(
2
Procurement 
(
(
3
Implementation 
(
(
(



A.3.2 Connectivity and Datacenter
i Operations Center Infrastructure expansion    

	Project Definition

	objective

To continuously develop and expand the operations center infrastructure to accommodate the shared services’ requirements. 

The operations center is an important component of the e-Government infrastructure. Currently, the operations center hosts and operates the connectivity and e-mail services. The future plans are to host and operate other services like shared services. 

This expansion in the services of the operations center will require a parallel expansion in the operations center’s infrastructure, equipment and servers. 



	SCope

The scope of this project includes any required expansion in operations center infrastructure  over the coming three years including:

· Servers’ expansion.

· Networks expansion (LAN) within the data centre; including any network equipment and devices, in addition to the security devices

· Management systems

The expansion will have

a. A planning phase

b. An implementation phase

The planning phase will include the definition of the requirements based on the shared services requirements and the RFP process

The implementation includes the delivery, installation and integration of the required Hardware/Software.



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Delivering and operating the mandatory infrastructure of the e-Government is a core objective for the program, the operations center is an essential part of the e-Government infrastructure and the responsibility of delivering it falls under the program responsibilities

	benefits and gains

Maintaining an e-Government Operations Center that is capable of enabling and hosting the growing e-Government applications and services will insure the effectiveness, efficiency, availability, and scalability of the e-Government services.

	Priority

Project Priority: 2.8

Project Overall Priority: 3.1



	Constraints

	prerequisites and dependencies

· Infrastructure 
· Stakeholders (Technology, entities, vendor)

	Key success factors

· Having a clear plan for the infrastructure expansion requirements that is aligned with the plans of expansion in the operations center and e-Government services.
· Strong senior management support

· Infrastructure readiness (passive equipment: electricity, AC, UPS, generators, physical cabling)
· Stakeholder’s involvement (technology, PMO)
· Shared services readiness 

· E-services readiness

· Effective communication 

· Availability of resources

	Risks

No major risk identified

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Number of supported services
the number of new services supported by Operation center

Number of services

TBD



	Organization

	owner

The owner of the project is the head of operations stream

	actors

· The e-government program

· Vendor

	Requirements

	Resources

On the program level:

· The Head of Operations will approve and monitor the expansion operations of the operations center.

· Owners of the different shared services which will be hosted at the operations center should coordinate their plans with the operations center manager long enough before imposing the requirement on the operations center in order to include their requirements in the planning process.
External resources (vendor): 

· Vendor will be contracted to deliver all the technical requirements of the project 

	Cost

· The cost of this project is 300,000 JD

	Time & Schedule

Time requirements is provided in the following table: 
Implementation Schedule (this include the expansion for the purpose of implementing SGN)
#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1
RFP Preparation

(
2
Procurement

(
3
implementation

(
(



A.4 ICT Infrastructure Pillar / Security
A.4.1 Information Security

Information security is essential to e-Government. The e-Government Program gives great deal of attention to applying and developing information security standards, practices and measurements, including issuing information security policies for the Government of Jordan and developing an Information Security roadmap for e-Government that covers important security issues like security organization of the Government of Jordan, business continuity, authentication, encryption, and disaster recovery. In the coming three years of the Roadmap, the Program will plan and implement projects and programs that are recommended and planned in the security roadmap.

Although security is essentially covered in the technology track, some security-related projects have an operational nature due to their continuity over the Roadmap and their relation to the e-Government Operations Center. Accordingly, they are categorized under the operations’ projects and programs.

The security also has to be enforced at the governmental entity level in order to secure the implementation of the e-Services. This is achieved by defining a process to be followed by any entity willing to join the program before it is allowed to publish its e-Services. The process basically verifies through regular audits the mapping on the principles described hereafter and their implementation on the entity infrastructure. 

i Security Operations Center (SOC)

	Project Definition

	objective

To design and build an internal Security Operations Center (SOC) that can improve the e-Government's ability to rapidly recognize and respond to malicious information security events.

	SCope

· Define the stakeholders and their roles

· Design the architecture of SOC

· Build SOC that can provide the following services:

· Establish events correlation and coordination tools and processes

· Provide event monitoring tools and capabilities

· Provide event handling tools and capabilities

· Perform security analysis

· Synchronizes the management of deployed security devices, networks and applications. 

· Respond to critical security incidents



	Justification

	Alignment with e-government strategy

Planning and implementing essential and common technical components of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

The main benefit of building the security operation center is to enhance the security level of SGN entities which will increase shared services and e-services availability and decrease the disruption of services.

	Priority

Project Priority: 3.0

Project Overall Priority: 3.2



	Constraints

	prerequisites and dependencies

· The project depends on building the NOC via SGN 


	Key success factors

· Strong senior management support
· Having infrastructure in place 

· Stakeholder’s involvement 

· Shared services readiness 
· Having skilled staff in place 

	Risks


Risk

Prob.

Impact

Mitigation

Stakeholders readiness

H

H

Conduct awareness for stakeholders

Stakeholders involvement 

H

H

Conduct awareness for stakeholders

Technical challenges

L

M

More training and investment



	Key Performance indicators

Indicator

Description

Measurement

Proposed Value

Supported Services

SGN services, eGov Portal, Payment Gateway, Exchange, 
Supported entities 

SGN entities
Supported users

Service availability

24X7
User satisfaction
Number of tickets regarding security in CMU


	Organization

	owner

The owner of this project is head of information security stream

	actors

· The e-government program (Operation center)

· Vendor
· SGN entities


	Requirements

	Resources

On program level, the following resources are involved:

· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.

· e-Government operation center

· Information security officer

External Resources (Vendor):

· Vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.

	Cost

The expected cost of this project is 600,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement
(
(
2
Deployment

(
(



ii Define and implement processes for security eligibility to join e-Government

	Project Definition

	objective

To develop and implement the processes to allow an entity to publish its e-Services. 



	SCope

· Define the common minimum criteria to be verified prior to any e-Service publication

· Define the required interactions with the auditor or external partner, define the confidentiality of information gathered during the audits (e.g. each entity may decide not to disclose internal information that hence remain only known by the auditors)

· Define a recurrent control process in order to check the security level regularly



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring a common security level for the e-Service delivery is a responsibility of the e-Government Program since the program will operate the central point of access.



	benefits and gains

· Ensure compliance of SGN entities with Enterprise Security Architecture including Information Security Policies, baselines and best practices.

· Overall secure image of the program

· Propagate a security culture to the entities


	Priority

Program Priority: 2.0

Project Overall Priority: 2.5



	Constraints

	prerequisites and dependencies

· Infrastructure

· Projects

· Stakeholders



	Key success factors

· Commitment by the entities to allow external auditors

· Commitment by the entities to implement corrections to security discrepancies in an acceptable  timeframe for both the program and themselves

· Security awareness programs
· Strong senior management support 

· Effective communication 

· Resources availability
· E-services readiness



	Risks


Risk

Prob.

Impact

Mitigation

Non adherence by the entities to global security level definition and processes

L

H

· Publicize the potential impacts of not following security recommendations

Security level drifting from the original definitions

M

H

· Define an adequate recurrence for the audits

SGN entities resist to conduct periodic security audits
H
H
· Define legal framework to enforce periodic security audits


	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Overall program security level

Global security level combining the distributed entity levels and the operation center level

Security following various angles: physical security, delivery reliability, etc

Secure and reliable



	Organization

	owner

The owner of this project is the head of Information security stream

	actors

· The e-government program

· Auditor
· Government entities

	Requirements

	Resource

On program level:

·  Information security officer

External resources:
· Auditor (external partner)

· At the entities level, a security correspondent ensuring follow-ups on the audit recommendations

	Cost

· The cost of defining processes is Zero

· The cost of implementation processes depends on number of audited entities and scope of the audits per entity. 



	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1
Definition of the security level

(
(
2

Define the auditor and the associated processes (including procurement of the services of an security auditor)

(
(
3
Procurement
(
(
4

Verification
(
(
(
(
(



iii PKI Implementation

	Project Definition

	objective

To implement Public Key Infrastructure (PKI) solution based on the PKI roadmap provided in the Security Assessment project and based on the IDM principles.

PKI consists of a set of enabling technologies and supporting people and processes that will allow the government to securely perform certain functions and services. PKI is part of the Identity Management System as being the strong authentication preferred way.

 

	SCope

The scope of this project, as specified in the PKI roadmap, will include:

· Identification of PKI vendor/service provider and development of a managed PKI service including any additional hardware.

· Integrate the service as per the requirements of e-Government to support:

· IDM principles

· E-Service security

· User Authentication

· Network Layer Security

· File Protection

· E-mail Security

· The vendor will provide services as the Certification Authority and Registration Authority.

· A Certification Policy will need to be developed.

· Certification Practices Statement (CPS) will be distributed for consultation and legal assessment.

· Policies will be developed to support the use of the Certification Revocation List (CRL).

· The vendor will provide a Certification Repository / Archive.

· The vendor will also provide a Key Recovery Service as an option.

· Provision of a Time Server.



	Justification

	Alignment with e-government strategy

Planning and implementing essential and common technical components of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

The main benefits of PKI are the provision of a totally secure and authenticated means of digital signing and secure data transmission (including email) across government and with government partners. This is vital for the delivery of secure end-to-end e-Government services.


	Priority

Project Priority: 2.0

Project Overall Priority: 2.5



	Constraints

	prerequisites and dependencies

· The project also depends on the current project of defining the Hosting and Connectivity strategies of e-Government to provide the readiness of SGN infrastructure to support PKI solution. 

· There is a critical dependency on the legal framework and the availability of required laws and regulations.


	Key success factors

· Support from senior management and national committees

· Having infrastructure in place for building and implementing PKI especially on security level

· Prior launch of e-services that will be using PKI, so as to ensure PKI uptake

· The availability and maturity of a legal cover that typically encompasses laws and regulations related to e-Business and PKI 

	Risks


Risk

Prob.

Impact

Mitigation

Technical challenges

L

M

· Open standards and training

Stakeholders involvement

L

H

· More emphasize on benefits and outcomes of the project

Legislation challenges

H

H

· Senior management commitment and support to push publication of any modifications to current legislation



	Key Performance indicators

Indicator

Description

Measurement

Proposed Value

Quality of service



	Organization

	owner

The owner of this project is the National Information Technology Center

	actors

The Information Security Steering Committee of the government of Jordan is an important factor for the success of PKI, the committee plays the roles of planner, decision maker, and leader of information security programs for the government of Jordan



	Requirements

	Resources

On program level, the following actors are involved:

· Project Manager to manage the implementation of the project

· A technical, security & legal committee should be formed to manage and make decisions related to all the aspects of PKI
External resources (vendor): vendor will provide all the technical requirements for the project.

	Cost

The cost of this project is 1,000,000 and will be implemented under the strategic agreement with Microsoft

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Kickoff the project
(
2
Procure hardware
(
(
(
3

Development
(
(
(
4

Implementation

(
(
5

Closure

(



iv Identity Management System (Single Sign On)
	Project Definition

	objective

Identity Management (IDM) is an integrated system of business processes, policies and technologies that enable, facilitate and control the users' access to the online applications and resources while protecting confidential, personal and business information from unauthorized users

It is a set of interrelated solutions that are employed to administer user authentication, access rights, access restrictions, account profiles, passwords, and other attributes supportive of users' roles/profiles on one or more applications and systems

IDM is the main building block for SSO and identity propagation between e-Services. IDM can follow a modular design to order to “plug and play” dedicated systems for strong authentication for instance.

IDM also has to consider amongst other things a common way to identify end-users, generation of one time password (OTP), online enrollment, authentication verification for delivery of strong authentication mechanisms, management of these mechanisms. Common authentication would typically depend on having a unique identifier for the user. For example, common authentication for a citizen would depend on having a unique identifier that is widely recognized and accepted in the government. Common authentication (as a technical solution) should be preceded by a government-wide program to define the identifier of the different users which should be accepted and accredited across government. The common authentication implementation will then be a translation for this program into a usable solution by e-Services.

This project will be implemented in phases each phase will implement one or more of the IDM component 

To develop and implement a robust framework or system to manage authentication, authorization, audit, access control, non-repudiation and accountability mechanisms through identity management lifecycle


	SCope

Implement the Single sign-on (SSO) to centralize the authentication servers, and to centralize the reporting for compliance adherence.

	Justification

	Alignment with e-government strategy

Planning and implementing essential and common technical components of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

· Represents an important security infrastructure component of the whole platform of e-Government in Jordan.

· Enables unification of the management of users for different system

· Enables a global authentication scheme to be offered to e-Services

	Priority

Project Priority: 2.5

Project Overall Priority: 2.9



	Constraints

	prerequisites and dependencies

· Infrastructure 

· PKI project

	Key success factors

· Support from senior management and national committees

· The availability and maturity of a legal cover that typically encompasses laws and regulations related to e-Business and PKI 

	Risks


Risk

Prob.

Impact

Mitigation

Technical complexity of the implementation

H

H

· Massive reuse of already well-known implemented products

Cost is too high

H

H

· Find alternatives for funding


	Key Performance indicators

Indicator

Description

Measurement

Proposed Value



	Organization

	owner

The owner of this project is not yet determined whether NITC or MoICT

	actors

The Information Security Steering Committee of the government of Jordan is an important factor for the success of PKI, the committee plays the roles of planner, decision maker, and leader of information security programs for the government of Jordan



	Requirements

	Resources

On program level, the following actors are involved:

· Project Manager to manage the implementation of the project
· Project Coordinator
· A technical and security committee should be formed to manage and make decisions related to all the aspects of the project

External resources (vendor): vendor will provide all the technical requirements for the project.

	Cost

The cost of this project is 500,000 JD.

	Time & Schedule

The project will be implemented in 2013 with duration of one and half year.


v Implement Business Continuity Plan

	Project Definition

	objective

To continue developing and implementing the Business Continuity Plan based on the strategy provided by the Security Assessment project and the implementation of the infrastructure and implement the needed infrastructure / connectivity / staffing. And Reflect the DR Site functionality


	SCope

Produce a detailed plan. The Business Continuity Plan should include at least the following:

Business Impact Analysis

· Setting policy by determining how the institution will manage and control identified risks

· Reviewing BCP test results

· Approving the BCP on an annual basis 

· Ensuring the BCP is kept up-to-date and employees are trained and aware of their role in its implementation.

The Plan

The planning process should be conducted on an enterprise-wide basis. A thorough business impact analysis and risk assessment is the foundations of an effective BCP. The effectiveness of a BCP can only be validated through testing or practical application. 

The BCP and test results should be subjected to an independent audit and reviewed by the security steering committee:

· Identification of the potential impact of uncontrolled, non-specific events on the institution's business processes and its customers

· Consideration of all departments and business functions, not just data processing 

· Estimation of maximum allowable downtime and acceptable levels of data, operations, and financial losses.

Risk Assessment

· A prioritizing of potential business disruptions based upon severity and likelihood of occurrence; 

· A gap analysis comparing the institution's existing BCP, if any, to what is necessary to achieve recovery time and point objectives; and 

· An analysis of threats based upon the impact on the institution, its customers, and the financial markets, not just the nature of the threat. The assessment should be:

· Written and disseminated so that various groups of personnel can implement it in a timely manner; 

· Specific regarding what conditions should prompt implementation of the plan; 

· Specific regarding what immediate steps should be taken during a disruption; 

· Flexible to respond to unanticipated threat scenarios and changing internal conditions; 

· Focused on how to get the business up and running in the event that a specific facility or function is disrupted, rather than on the precise nature of the disruption; 

· Effective in minimizing service disruptions and financial loss.

Implement a supporting infrastructure

· Build a remote hot backup site in Aqaba as per the hosting strategy recommendations and justifications.  

· Relocate personnel to install and commission equipment.

· Implementation for online data mirroring or suitable data transfer technology

· This remote site will be rented for this purpose specifically while considering all the readiness aspect to make the site as an ideal backup one. In case of non-availability, identify a secured space with one of the government entities in Aqaba, and make some investments for renovation and to enhance the site specifications. 

This project will require:

· The selection through an RFP of specialized BCP/DR consultants for the plan definition, implementation and QA

· The selection through an RFP of a specialized contractor for the DR site implementation



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring business continuity of the e-Government operations is an essential operational responsibility of the e-Government Program.



	benefits and gains

· Resilience, Effectiveness and Responsiveness in delivering the services in case of main site failure.



	Priority

Project Priority: 3.0
Project Overall Priority: 3.2


	Constraints

	prerequisites and dependencies

· Infrastructure

· Stakeholders 

· Project



	Key success factors

· Commitment to the BCP, and inclusion of all essential components in the plan
· Strong senior management support

· Infrastructure readiness

· Stakeholder’s involvement 

· Shared services readiness 

· E-services readiness

· Effective communication 

· Resources availability

	Risks


Risk

Prob.

Impact

Mitigation

Insufficient funding for the project

L

M

· The Program may minimize the scope of the project to providing business continuity only for the most critical services.  

Technical challenges

M
H
· More investment on DR and Connectivity resiliency
Resources availability

M
M
· Hiring or training current staff
Stakeholders involvement 

H
H
· More awareness in benefits of BCP
Stakeholders readiness

H
H
· More investment on deployment


	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service

User satisfaction 

Service availability 

Number of supported entities

Number of supported services



	Organization

	owner

The owner for the this project is the of head Information Security 


	actors

· The e-government program 

· SGN entities 

· Vendor

	Requirements

	Resources

The e-government program:

· Information security officer will be owning the project 
· Head of Technology will be involved to control and ensure the implementation of DR, connectivity and security standards

· Other resources from the Operations can be involved according to the plan requirements
External resources (vendor):
· The vendor will be responsible to design, plan and implement the Business continuity plan 

	Cost

The estimated cost of this project is more than 500,000 JD


	Time & Schedule

The project will be implemented in 2013 with a duration of more than one year



vi Disaster Recovery
	Project Definition

	objective

To design and build a disaster recovery site for the current Operations Center to guarantee the availability and the ability of e-Government services to recover and operate in case of disasters.


	SCope

· Identify critical applications and functions

· Design the disaster recovery solution for the identified applications and functions

· Establish the DR site

· Provide all hardware and software required for the DR site

· Establish the management emergency team 

· Establish and train response teams to efficiently handle all the many facets of a disaster recovery 

· Validate and update current Disaster Recovery Plans against Best Practices.  

· Perform disaster recovery testing plans and perform the actual tests



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring business continuity of the e-Government operations is an essential operational responsibility of the e-Government Program.



	benefits and gains

· Assure continuity and high availability of eGov services (shared, cross and complex??)

· Minimize disruptions to eservices


	Priority

Project Priority: 3.0

Project Overall Priority: 3.2



	Constraints

	prerequisites and dependencies

· Infrastructure

· Stakeholders 

· Project

· Preparation and completion of BCP

	Key success factors

· Strong senior management support

· Infrastructure readiness

· Stakeholder’s involvement 

· Shared services readiness 

· E-services readiness

· Effective communication 

· Resources availability

	Risks


Risk

Prob.

Impact

Mitigation

Financial challenges
H
H
· Re-scoping the services covered by the project, and secure the needed fund
Technical challenges

M
H
· Invest on acquiring needed technical components
Resources availability

H
H
· Training and hiring new staff
Stakeholders involvement 

H
H
· Awareness on benefits and feasibility of the project through ROI


	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service

User satisfaction 

Service availability 

Number of supported entities

Number of supported services



	Organization

	owner

The owner for the this project is the of head Information Security 


	actors

· The e-government program 

· SGN entities 

· Vendor

	Requirements

	Resources

The e-government program:

· Information security officer will be owning the project 
· Head of Technology will be involved to control and ensure the implementation of connectivity and security standards

External resources (vendor):
· The vendor will be responsible to design, plan and implement the Disaster Recovery 

	Cost

The estimated cost of this project is more than 4,000,000 JD


	Time & Schedule
The project will be implemented in 2013 with a duration of more than one year



vii Enhancing Security in Microsoft Environment 
	Project Definition

	objective

To evaluate, enhance and secure Microsoft components, group policies, and services within SGN entities. 

	SCope

· Hardening Microsoft platform components and group policies for government entities

· Conduct assessment and health check for all Microsoft components deployed in SGN entities

· Develop secure standard group policies to be applied on Active Directory(ies) for registered SGN domain(s)

· Deploy and enforce standard group policies to be applied on Active Directory(ies) for registered SGN domain(s) in SGN entities

· Deploying standard image for client platform within government entities

· Develop standard image(s) for Windows 7 and Windows 2008 server

· Deploy standard image(s) fully for minimum two government entities

· Training and transfer knowledge to e-government security team and Ops security team to deploy Standard Image(s) for other SGN entities

· Deploying network access protection for government entities
· Assess prerequisites needed to deploy Microsoft network access protection (NAP). 

· Deploy MS NAP fully for minimum two government entities

· Training and transfer knowledge to e-government security team and Ops security team to deploy MS NAP for other SGN entities



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Ensuring security of the Secure government network and entities connected to it is an essential responsibility of the e-Government Program.

	benefits and gains

· Enhance security level of Microsoft systems in the OPS center. 

· Mitigate the risks of inherent vulnerabilities in Microsoft systems deployed in OPS 


	Priority

Project Priority: 1.8

Project Overall Priority: 2.4



	Constraints

	prerequisites and dependencies

· Infrastructure

· Stakeholders 
· Completion of SGN4

	Key success factors
· Top management support

· Infrastructure readiness

· Shared services readiness 

· E-services readiness

· Effective communication 

· Resources availability

	Risks


Risk

Prob.

Impact

Mitigation

Financial challenges
L
M
Secure the fund from Microsoft Strategic Partnership Agreement
Technical challenges
L
M
Prepare and secure the needed tools and hardware for testing environment
Resources availability
M
H
Training the staff and knowledge transfer by the vendor
Service disruption
H

H

Prepare testing environment for health check



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service

User satisfaction 

Service availability 

Number of supported entities



	Organization

	owner

The owner for the this project is the of head Information Security 

	actors

· The e-government operation center 

· Microsoft

	Requirements

	Resources

The e-government program:

· Information security officer will be owning the project 

· Head of Technology will be involved to control and ensure the implementation of connectivity and security standards

External resources (Microsoft):

· Microsoft will be responsible for providing the required enhancement

	Cost

This project will be implemented under the enterprise strategic agreement with Microsoft.

	Time & Schedule

Time requirements is provided in the following table: 
Implementation Schedule

#

Description

2011

2012

2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Define the scope and checklists

(
2

Implementation

(
(
3

Post-implementation remediation plan

(
(
(



A.5 ICT Infrastructure Pillar / Technology
A.5.1 Shared Services Infrastructure and Network
i Build SMS Gateway
	Project Definition

	objective

Build and install the infrastructure and the application for the SMS and integrate the current entities and services to the new gateway plus migrate the accumulated by the outsourcer

	SCope

To build the SMS Gateway infrastructure (hardware and software) consist of business gathering, system delivery, data migration, configuration, transfer knowledge and training and project management services

	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

As a core support function of the e-Government Program, the SMS provides vital support functionality to the different e-government programs. 

	benefits and gains

· Cut cost of providing the SMS services on the long run

· Not dependent on the private sector to provide the infrastructure of SMS service Hardware and software of SMS will be maintained, supported and secured by the e-Government operation center

	Priority

Project Priority: 1.5

Project Overall Priority: 3.2



	Constraints

	prerequisites and dependencies

No prerequisites and dependencies

	Key success factors

· Senior management support

· Allocate the requested budget to implement the project

	Risks

· Timely location readiness
· Timely equipment delivery

	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Proper knowledge transfer

Number of trainees

People 

8 operation center employees

Installation and implementation time 

To implement the project on time

Date

before end of  2013 (contract of current outsourcing expire by end of  2013) 



	Organization

	owner

The owner of this project is the head of operations stream

	actors

· The e-government program
· Vendor

	Requirements

	Resources

On the program level:

· The SMS project manager
External resources (vendor): 

· Vendor will be contracted to provide all the requirements of the project  

	Cost

· The cost of this project is 100,000 JD

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1
RFP Preparation 

(
(
2
Procurement 
(
(
3
Implementation 
(
(
(



ii Notification gateway

	Project Definition

	objective

To design and implement the a notification gateway to offer e-Services in the course of the realization of their process a centralized shared service to send notification towards different media: 

· Message box,

· Fax,

· Email,

· SMS,

· Postal mail,

· Other.

Emails may use simply use the SGN mail service. The SMS gateway may be developed as part of the notification gateway to be used as a notification delivery channel. Other media (such as fax) are studied in this project.



	SCope

The notification gateway is a shared service implemented by the program callable by any e-Service. It is meant to route and deliver notifications necessary in the course of the realization of other e-Services. The project may be combined with the provision of a SMS gateway so as to use SMS as a notification media from the start.



	Justification

	Alignment with e-government STRATEGY

Planning and implementing a notification gateway for e-Government enterprise architecture is the responsibility of the e-Government Program.



	benefits and gains

Having a unified notification gateway for the e-Government will:

· Ease the notification process for the e-Services

· Permit a central management of the level of quality and security of the notifications delivery

	Priority

Project Priority: 1.8

Project Overall Priority: 3.4



	Constraints

	prerequisites and dependencies

· It should be closely tied to the SMS Gateway so as to use the SMS channel for notification.

· BPMS

	Key success factors

· The notification gateway has to be designed generic enough to allow addition of new media in the future and to avoid tight dependency with the actual media gateway (typical example is for instance with the SMS gateway)

· Publicize the notification gateway to entities so they do no not try and create their own notification infrastructure

· Enforce state of the start Service Levels in the notification delivery although dealing with reputed un-secure media (postal mail for instance)

	Risks

Risk

Prob.

Impact

Mitigation

Technical complexity of the implementation

L

H

· Elaborated design phase that take into account different implementation options

· Focus on SLA’s with the actual notification deliverer

Non adherence from the entity 

M

H

· Publicize the service 

· Deliver a reliable service

· Offer innovative media 



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Design

Design of the method of delivery

Design document

Simple design and Signed off design document

Development and integration

Quality of the implementation

Standard code audit

Security, performance, reliability

Testing

Testing of the application

Performance tests, end-to-end delivery insurance

Signed off tests

Deployment

Surveillance achieved in the TPM

Depend on the actual media considered

Depend on the actual media considered



	Organization

	owner

The owner of the notification gateway is the Head of Technology

	actors

· The program for the implementation of the gateway.

· Media providers may be outsourced or internalized (SMS gateway for instance)

	Requirements

	Resources

On program level, the following resources are involved:

· Project Manager: to manage the project from the Program side, reporting to the program director and the project owner.
· Project coordinator
· Technology department resources (architects) to monitor the implementation and extend support for the government entities in integration of the gateway in their systems

· Change officer to support the change enablement requirements of the project

External Resources (Vendor)

The gateway only provides access to potentially external notification providers. Its development can be externalized. 

Resource

Responsibility

Abbreviation

Analyst

Responsible of confirming the definition of the requirements (definition phase)

A

Software/Solutions Architect

Responsible of the design of the solution

SA

Software Engineers/ integrators

Responsible of the implementation of the solution 

SE

Quality Engineer

Responsible of testing the solution and following up on fixing any flaws in the system

QE



	Cost

The estimated cost to develop the Notification Gateway is 250,000 JD.

	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement

(
(
2

Definition Phase

(
3

Design Phase

(
4

Development and Integration Phase (progressive roll-out)

(
(
5

Testing

(



iii SGN IV
	Project Definition

	objective

To connect a planned 61 entities to the SGN network and update the e-Government operations center to support these new entities.


	SCope
· Issue RFP’s to bidders supporting the expansion requirements of the SGN

· Connect new entities to the SGN



	Justification

	Alignment with e-government STRATEGY

MoICT expect to connect all government agencies into the SGN allowing them to benefit from existing centralized services (email, internet via NITC) in addition to benefiting from a secure connection between other connected agencies where electronic data can be exchanged.  

	benefits and gains
· Entities will benefit from existing centralized services (email, internet via NITC) and can utilize the e-Government  shared services in addition to benefit from a secure connection between other connected entities where electronic data can be exchanged. 
· Centralized data center by connecting the rest of the government entities through one network 

· Increase e-service utilization 

· Save internet and VPN cost through NITC services

· Improve security 


	Priority

Program Priority: 2.0
Project Overall Priority: 2.4



	Constraints

	prerequisites and dependencies

· Infrastructure readiness (fiber network)
· Government entities readiness

	Key success factors

· Strong senior management support 

· Infrastructure readiness

· Stakeholders involvement 

· Effective communication between MoICT and government entities 

· Resources availability

	Risks

Risk

Prob.

Impact

Mitigation

Resources availability
Stakeholders involvement 


	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Number of supported entities

The number of entities connected to SGN
Count
20 entities in the first year; 30 entities in the second year


	Organization

	owner


The owner of the SGN is the Head of Technology stream.


	actors
It is important to obtain the buy-in of government entities that will be connected to the Secure Government Network before commencement.

	Requirements

	Resources

On program level, the following resources are involved:

· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.

· Project Coordinator: to coordinate the project from the program side, reporting to the assigned project manager

· Technology stream resources (Network engineer and system engineer) to monitor the implementation and extend support for the government entities.

· Information security officer

External Resources 

· Vendor will be contracted to provide required hardware and licensing and connect government entities to the SGN network.

· National broadband network program

	Cost

The cost of this project is 4,000,000 JD; 2,000,000 will be the cost of connecting the first 20 entities and 2,000,000 in 2011\2012 to implement the remaining entities
Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

Year 2011

Year 2012

Year 2013

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1
Procurement to connect the first 20 entities
(
(
2
Connect first 20 entities 

(
(
(
(
3
Procurement to connect the remaining 30 entities
(
(



A.5.2 EGAF
i Technology Performance Model

	Project Definition

	objective

To design and implement the TPM as part of the enterprise federated architecture in order to enable the monitoring and management of the e-Services platform. The monitoring may be divided in two:

· Technical monitoring: surveillance of the technical infrastructure layer that implements all the e-Services delivery, as well as any information system involved in the end-to-end-users requests.

· Business monitoring (covering most of the Business Activity Monitoring as defined by the market)

The management consists in allowing primitives to transit towards applications or equipments in order to alter their behavior. The information is sorted in presented in dashboards whose access is controlled by strict roles definition: for instance business users won’t access the technical information; DB administrators won’t be allowed to alter network devices parameters.

For outsourced component, a clear responsibility frontier has to be defined prior to the TPM connection. The TPM will allow SLA surveillance based on metrics provided either directly by the outsourced components, either by the outsourcer. Monitoring and management are complementary since allows to get information from the whole platform, and the other one may set its behavior.

A third activity is encompassed in the TPM project outputs which is the centralized dashboard, unique place to gather, combine and report the metrics collected.



	SCope

The Technology Performance Model will encompass a set of tools, or software suites, that will implement all the functionalities described in the AF and the TAF. The TPM may be seen itself as a framework provisioned in the platform in order to achieve the functions, one they are defined and refined along with the future e-Services project deliveries and the central platform roll-out (ESB and the potential BPM but also any future equipment and application). In the BPM lingo, the TPM is hence responsible for the Business Activity Monitoring (BAM).

The exact scope and architecture of the Technology Performance Model will be specified in the EFAF, but in general should encompass:

· Planning and designing the TPM solution that is tailored to the requirements of e-Government of Jordan and adheres to the EFAF standards.

· Acquiring and deploying the TPM central solution: dashboards, collectors for instance.

· Integrating the solution with all the other components of the e-Government technical infrastructure: this is a progressive process in order to totally cover the whole infrastructure as a target.



	Justification

	Alignment with e-government STRATEGY

Planning and implementing the Technology Performance Model of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

· Represents an important infrastructure and business control service of the whole platform of e-Government in Jordan.

· Enables unification of the management and monitoring of custom made application by defining a set of standards primitives and interfaces (at least at the e-Service level)

· Provides the e-Government Program a unique state of the art business reporting capacity that can be offered to any governmental entity.

· Provides an accurate Service Level Management control platform for both internal (Operational Level Agreement) and external (Service Level Management) quality of service.

· Is a mandatory step in any IT Governance program (such as ITIL for instance).



	Priority

Program Priority: 2.5

Project Overall Priority: 2.8



	Constraints

	prerequisites and dependencies

· No prerequisites and dependencies 


	Key success factors

· Strong senior Management Support

· Infrastructure readiness 

· Shared services readiness 

· Effective communication 

· Resources availability 

	Risks

Risk

Prob.

Impact

Mitigation

Technical complexity of the implementation

M

H

· Elaborated design phase that take into account different implementation options

Technical complexity of integration with multiple specificities preventing take-up from government departments

H

L

· Roll-out the TPM solution only on equipment and application involved in services delivery

· Standards and specifications to be considered to be narrowed to a set of “reasonable” and enduring choice

· Technical support should be extended by the Program to the different government entities 

· Organization should be adapted to be prepared to deal with the introduction of the technology and the mandatory collaboration eased

Lack of readiness of the government entities to cooperate to the TPM requirements

H

L

· Take into consideration the input of the “e-Government Report” about the plans and readiness of the government entities before commencement

· The Program to take the lead to set the role model for other entities to follow (pilot ministry implementation)



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Quality of service

Response time

Service availability 

Shared services and e-services

Number of supported services



	Organization

	owner

The owner of the Technology Performance Model is the Head of Technology


	actors

· It is important to obtain the buy-in of government entities that will be deploying e-Government services before commencement, these government entities will be considered early adapters of the TPM and their eventual specific requirements will be tailored in the its design.

	Requirements

	Resources

On program level, the following resources are involved:

· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.
· Project Coordinator
· Technology stream resources (system engineer) to monitor the implementation and extend support for the government entities in integration of the gateway in their systems

· Change officer to support the change enablement requirements of the project

External Resources (Vendor)

A software solutions vendor will be contracted to implement the Gateway, the following resources requirements are anticipated

Resource

Responsibility

Abbreviation

Analyst

Responsible of definition of the requirements (definition phase)

A

Software/Solutions Architect

Responsible of the design of the solution

SA

Software Engineers/ integrators

Responsible of the implementation of the solution 

SE

Quality Engineer

Responsible of testing the solution and following up on fixing any flaws in the system

QE



	Cost

The cost of implementing this project is 700,000 JD

Time & Schedule

The project will be implemented in 2013 with a period of one and a half year 



ii EGAF Governance 
	Project Definition

	objective

To fulfill the requirements of the EGAF, a governance model has to be designed to do the following:

· Make sure Central Architecture is built in accordance to EGAF policies and standards

· Maintain the EGAF documents and keep them up to date

· Communicate the EGAF to government agencies and ensure their buy in

· Measure and monitor the adoption and compliance to the standards and policies of the EGAF

· Ensure the adoption of standards through providing guidance and assurance, as well as embed in government projects

The objective is to build and establish this governance model through new or existing organizations and committees.



	SCope

The project is a consultancy project that aims to:

· Revise the governance model and align it with the update strategy

· Plan the setup and implementation of the revised governance model

· Execute the plan and setup the governance body



	Justification

	Alignment with e-government STRATEGY

Planning and implementing the e-Government enterprise architecture is the responsibility of the e-Government Program.



	benefits and gains

· Make sure that all shared services, e-services and application are build up to the latest standards
· Keep the EGAF as a reference model to all government projects and applications


	Priority

Program Priority: 2.3

Project Overall Priority: 2.7



	Constraints

	prerequisites and dependencies

· Stakeholders

· Projects

	Key success factors

· Strong senior management support

· Stakeholders involvement 

· Effective communication

· Availability of resources 

	Risks

Risk

Prob.

Impact

Mitigation

Stakeholders involvement 
Resources availability 


	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Stakeholders response


	Organization

	owner

The owner of this project is the head of technology stream

	actors

· The e-government program and government entities 

	Requirements

	Resources

On program level, the following resources are involved:

· Technology stream resources (system architect) 
External Resources 

· Vendor will be contracted to revise and implement the updated governance model.

	Cost

The cost of this project is 500,000 JD

Time & Schedule

This project will be implemented in 2013 with duration of one and a half year.




iii Edge ESB

	Project Definition

	objective

The current ESB provides functionalities to entities already on the SGN and for security reasons doesn't allow non-SGN entities to use its functionalities.

With the addition of  an edge ESB, we will be able to integrate with and provide a messaging platform to non-SGN entities

The objective of this project is to update the central architecture and provide ESB functionalities to entities outside the SGN by adding a new model

 

	SCope

· Issue RFP's to bidders to assess the requirement and provide solution proposals
· Add the new edge ESB module to the central architecture



	Justification

	Alignment with e-government STRATEGY

Planning and implementing the infrastructure services of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

· Non SGN entities will be able to utilize the ESB and integrate with the e-Government shared services and e-services 

· Improve security in exchange data between government and non-government entities

· Significantly decreases (and practically eliminates) the costs of connecting the non-Government services by creating a homogeneous and unified messaging vehicle.

	Priority

Project Priority: 2.3

Project Overall Priority: 2.6

	Constraints

	prerequisites and dependencies

· No prerequisites and dependencies

	Key success factors

· Strong senior management support

· Availability of resources 

· e-services readiness



	Risks

Risk

Prob.

Impact

Mitigation

Lack of readiness of the government entities to develop services to utilize the infrastructure services

L

M

· Take into consideration the input of the “e-Government Report” about the plans and readiness of the government entities before commencement

· The Program to take the lead by developing services to set the role model for other entities to follow (pilot ministry implementation)

Technical complexity of the implementation

M

M

· Elaborated design phase that take into account different implementation options



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Service availability 



	Organization

	owner

The owner of this project is the head of technology stream

	actors

· The e-government program 

· Government entities 
· Vendor 

	Requirements

	Resources

On program level, the following resources are involved:

· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.

· Technology stream resources (system engineer) to monitor the implementation and extend support for the government entities.

· Information security officer

External Resources (Vendor):

· Vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.
· Stakeholders (non SGN entities)

	Cost

The cost of implementing this project 250,000 JD


	Time & Schedule

Time requirements is provided in the following table: 

Implementation Schedule

#

Description

2011
2012
2013
Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

Q1

Q2

Q3

Q4

1

Procurement
(
(
2
Design and Planning

(
3

Development 

(
4

Implementation 

(
(
5

Deployment 

(



iv E-Government Data Depository
	Project Definition

	objective



	SCope
Develop centralized database where all needed information for eGovernment can be stored, accessed and managed and integrated architecture



	Justification

	Alignment with e-government STRATEGY



	benefits and gains
· 

	Priority

Project Priority: 1.5
Project Overall Priority: 2.1

	Constraints

	prerequisites and dependencies

· TBD

	Key success factors

· TBD


	Risks

Risk

Prob.

Impact

Mitigation



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value



	Organization

	owner

The owner of this project is the head of technology stream

	actors

· The e-government program 

· Vendor 

	Requirements

	Resources
On program level, the following resources are involved:
· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.
· Project Coordinator
· Technology stream resources 
External Resources (Vendor):

· Vendor will be contracted to deliver all the technical requirements of the project as well as all other related activities including testing, deployment, and knowledge transfer.

	Cost

The cost of implementing this project 100,000 JD


	Time & Schedule

This project will be implemented in 2012 with duration of one year.


A.5.3 Data Warehouse
Data warehousing is another potential shared service for implementation, similar to document management and workflow. The decision on the feasibility of implementation and the definition of requirements of data warehousing for the e-Government will take place in a separate consultancy project before moving towards implementation. 
i Data Warehousing Consultancy

	Project Definition

	objective

The objectives of this project are:

· To produce a Data Warehousing strategy for the e-Government

· To produce a plan for the implementation of the strategy

Data Warehousing will provide the government with a means of accessing data to provide useful management information.



	SCope

A data warehouse is a subject-oriented, integrated, time-variant and non-volatile collection of data to support the management decision making process:

· Subject-oriented: Data that gives information about a particular subject instead of data about ongoing operations.

· Integrated: Data that is gathered into the warehouse from a variety of sources and merged into a coherent whole.

· Time-variant: All data in the warehouse is identified with a particular time period

· Non-volatile: Data is stable in the data warehouse. Data is added but never removed.

Under this definition, the scope of the project is:

· To develop Data Warehousing requirements across government taking into account data fit and use of standards. 

· To analyze all Data Warehousing already taking place and readiness for inclusion in a government-wide data warehouse.

· To recommend potential development Data Warehousing for e-Government in a strategy report.

· To produce a plan for the implementation of Data Warehousing



	Justification

	ALIGNMENT WITH E-GOVERNMENT STRATEGY

Planning and implementing the shared services of the e-Government enterprise architecture is the responsibility of the e-Government Program.

	benefits and gains

· Sets a clear strategic direction for Data Warehousing  in e-Government 

· Gives direction for the implementation of Data Warehousing

· Provides a plan for development of Data Warehousing  



	Priority

Program Priority: 2.8


Project Overall Priority: 3.1



	Constraints

	prerequisites and dependencies

No prerequisites and dependencies 

	Key success factors

· Contracting a professional consulting organization with experience in Data Warehousing  in the  public sector will enrich the project and ensure that deliverables quality are up to the expectations

· Taking into consideration the Jordanian legal, cultural, business, and political characteristics will ensure the delivery of accurate and implement-able plan.

· Having clear and comprehensive input regarding the nature of data that will be stored and processed through the system will enable setting accurate requirements and plans



	Risks


Risk

Prob.

Impact

Mitigation

Non availability of a suitable consultancy at the start of the project

M

M

· Prepare an expanded list of potential consultants for RFP. 

Lack of input from government entities

M

M

· Obtain buy-in at start of project

Non-acceptance of findings

L

L

· Involve active and committed government entities in the formulation of the report



	Key Performance Indicators

	Indicator

Description

Measurement

Proposed Value

Strategy report

A report giving clear direction for the implementation of DW

Report produced

Signed off report

Implementation Plan

A plan giving clear direction for the implementation of DW

Plan produced

Signed off plan

International experience and best practices 

Measure the utilization of international experiences in developing the Data Warehousing 

Benchmark studies must be included in the project scope

Benchmark of 3 countries experiences (one of them is preferably for an Arabic e-Government program with similar cultural and political situation)



	Organization

	owner

The owner of the Data Warehousing consultancy project within the program is the Head of Technology

	actors

· On government entities level, it is important to interview a number of e-Services owners to have informative input for Data Warehousing.

· On the vendor level, a professional consultant is responsible for developing and delivering the different outcomes of the project as specified in the Scope section above.



	Requirements

	Resources

On program level, the following resources are involved:
· Project Manager: to manage the project from the program side, reporting to the program director and the project owner.
· Project Coordinator
External Resources (Vendor):

· The professional consultant is responsible of developing and delivering the different outcomes of the project as specified in the scope section above.


Appendix B. Project Description Template

	Project Definition

	objective

[describe the objective of the project, can be described in bullet points]



	SCope

[ Describes:

· Exact parts, modules, or building blocks of the outcome of the project

· What or whom do the project outcomes address (target audience).

· What is out of scope]



	Justification

	Alignment with e-government objectives

[When applicable, describe how this project aligns with the e-Government or the program objectives, or how it will help achieving these objectives. E.g. the SGN (project) will enable achieving the build-out of state of the art infrastructure for the government (objective).]



	benefits and gains

[What are the expected benefits and gains from the project; should be more detailed than the alignment with the goals and objectives. E.g. it can describe the effect of implementing the project on the other blocks and components of the e-Government…etc]



	Priority

[Describe the priority of the project according to the evaluation criteria]



	Constraints

	prerequisites and dependencies

[Describe the dependency between this project and other projects in the roadmap. E.g. the implementation of transactional e-Services will depend on the availability of the payment gateway…etc].



	Key success factors

[What measures should be put in place to ensure the success of the project].


	Risks

[Risk analysis log for all the anticipated risks on the success of the project as described below].
Risk

Prob.

Impact

Mitigation

[Risk description]

[H,M,L]

[H,M,L]

[Actions that can be taken to mitigate the occurrence of the risk]



	Key Performance Indicators

	[list of Key Performance Indicators that will be used to measure how well the implementation of the project helped in achieving its objectives and having the benefits and gains projected. A key performance indicator should represent a measurable value and is typically bound by time factor, e.g.:

Indicator

Description

Measurement

Proposed Value

Proposed KPI

Description

Method of measurement

Proposed value, with justification when required



	Organization

	owner

[the owner of the project on functional level within the program]



	actors

[describe the different actors who will participate and their participation, e.g.:

· XXX department will participate in specifying requirements

· Vendor will participate by implementing the project

· …Etc]



	Requirements

	Resources

[required resources from the program for the project and their roles (project manager, QA, Contact Centre Manager…etc)]



	Cost

[description (if possible breakdown) of the cost estimates for the project and the budget that must be allocated for it]

[mention any financial assumptions that led for the estimated cost (man/day cost, maintenance contract required, hardware cost estimated, cost of similar projects…etc)]

[if more cost details can be provided then they can be provided as an appendix]



	Time & Schedule

Milestones

[milestone list to describe the different milestones in the project lifecycle and their projected date/duration]

Implementation Schedule

[Gant Chart on high level]



	Implementation Options

	[when applicable, give strategic advice on the different options for the project implementation. If the implementation options are going to be provided and discussed in a proceeding projects (e.g. consultancy project) then this should also be specified.

Options may include internal development / implementation, BOO, BOT, …;  provide justifications for the proposed option(s)]




Appendix C. Organization Chart
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� This exercise included review of existing documentation, interviews the e-Government Program’s Director and key Program’s personnel.


� Including Drivers and Vehicles Licensing Department, Income Tax Department, General Sales Tax, Department of Lands and Survey, Companies Control Department and Telecommunication Regulatory Commission.


4 This exercise included review of existing documentation and a set of workshops with the Program key personnel.


� Dependency on stakeholders is not an issue as long as they display involvement, support, demand, readiness for uptake, etc.  High commitment/involvement can balance out high dependency


� Since all pillars are considered on the same level of priority, project feasibility is given higher weight than efficiency and effectiveness because a project with expected low levels of dependencies, risks, and technical challenges should have higher priority even if the efficiency and effectiveness score lower than other projects. 


� Details and justification of budget estimation for each project is described in the related project’s description in � REF _Ref116016069 \w \h ��‎Appendix A�





PAGE  
August 25 2011                                                                                                                 Page 3 of 119

_1373197128.vsd
Name
Title


Name
Title


Name
Title


Name
Title


Title
￼


مدير برنامج الحكومة الالكترونية
 


سكريتير (1)
 


مستشار قانوني
 (1)


مدير وحدة أمن المعلومات
 1


مدير وحدة العمليات
 1


مدير وحدة التكنولوجيا
 1


مدير وحدة الاستراتيجيات والخدمات الالكترونية
 1


مدير وحدة إدارة التغيير
 1


مدير وحدة  إدارة البرنامج والمشاريع
1 


مساعد إداري /منسق الأعمال 
 (1)


منسق برامج/  مشاريع 
1 


مدير مشروع 
   3      (8)  


منسق مشروع 
4


 مسؤول برنامج   (قطاع) (4) 1
 


محلل أعمال 
(3)
 


رئيس  مركز الاتصال 
 1


رئيس قسم إدارة المحتوى
 (1)


رئيس مركز العمليات 
 1


رئيس فريق التطبيقات
 1


رئيس فريق الدعم الفني
 1


رئيس فريق الأنظمة
 1


رئيس فريق أمن المعلومات
 1


رئيس فريق الشبكات
 1


مهندس رئيسي/ أنظمة مايكروسوفت
1 


مهندس رئيسي/   أنظمة Unix 
 1


مهندس مساعد/ أنظمة مايكروسوفت
 1


*رئيس قسم الجودة  والمخاطر والإتصال
1 


اختصاصي شبكات  2
 


مهندس مساعد/ شبكات 
 1


مسؤول قواعد البيانات
 1


ضابط توكيد وضبط الجودة
 1


مبرمج  
3


ممثل الدعم الفني  
2


مهندس صيانة أمن المعلومات
 (1) 


مهندس توافق أمن المعلومات
 (1) 


مهندس استمرارية الأعمال
(1)  


مهندس الاستجابة للحوادث الأمنية
(1)  


 رئيس قسم  الهيكلية الفنية 
 (1)


مسؤول قسم الجودة والمخاطر والإتصال
(1) 


مهندس الأنظمة
 (1) 


مهندس شبكات
 (1) 


مهندس أمن المعلومات
(1)  


 مهندس هيكلية الأنظمة الرئيسي   
 1


 مهندس مساعد/ هيكلية الأنظمة   
 1


ضابط التغيير 2 
 


ضابط الترويج
 (1)


   ضابط التدريب 1 
 


1 موجود
()


(1) شاغر


رئيس قسم البنية التحتية 
(1) 


رئيس قسم الجودة  * والمخاطر والإتصال
1



_1078234376.doc
[image: image1.png]






